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1.  Introduction
The purpose of this report is to provide a compara-
tive analysis of whistleblower protection in seven EU 
Member States: Italy, Austria, Estonia, France, Ireland, 
Romania, and Slovenia. 

The analysis will be carried out taking account of the 
recent approval of the EU Directive on Whistleblower 
Protection, to highlight the existing national provisions 
which are in accordance to the Directive requirements 
and the efforts that countries still have to make in order 
to implement it.

Finally, the last part of the report will be dedicated to 
identifying the implementation of national regulations 
within each country.

2.  Relevant legislation
Only three of the seven examined countries have a 
national law dedicated entirely to whistleblower pro-
tection: Romania, Ireland and Italy. Among them, Ro-
mania is the forerunner, as its law dates back to 2004 
(1), while in Ireland and Italy the standalone legislation 
on whistleblowing entered into force, respectively, in 
2014 (2) and 2017 (3). 

However, both in Ireland and in Italy, whistleblowers 
already received protection before the enactment of 
the law. In the former, there were several sector-based 
agreements which concerned members of the public, 
some of which remained in force (4).

In the latter, the first provision ever intended to pro-
tect public sector whistleblowers from retaliation was 
introduced in 2012 by Anti-Corruption Law no. 190, and 
there are other rules dedicated to whistleblowing in 
specific sectors (5), which are still in force.

In other countries, protection is granted through more 
comprehensive laws or provisions in sector-based 
laws. However, France must be distinguished among 
them. Although it does not have a law whose exclusi-
ve purpose is to protect whistleblowers, the so-called 
“Sapin 2 Law”  includes a general statute for whist-
leblowers that applies both in public and private sec-
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(1) Law no. 571/2004 on the protection of personnel in public authorities, public institutions and other units reporting vio-
lations of the law.

(2) Protected Disclosures Act.

(3) Law no. 179/2017, Provisions for the protection of whistleblowers who report crimes or misconduct of which they be-
come aware in the context of public or private employment.

(4) The Health Act 2004, as amended by the Health Act 2007, sets out protections for health sector employees and mem-
bers of the public who report possible wrongdoings in the healthcare sector; the Protection for Persons Reporting Child 
Abuse Act 1998 protects people reporting potential abuse of children from civil liability and victimisation; the Charities Act 
2009 sets out specific protections for people who report alleged breaches of the legislation to the Charities Regulatory 
Authority.

(5) Art. 52 bis of Legislative Decree no. 385/1993 (Consolidated Banking Law), Articles 4-undecies and 4-duodecies of 
Legislative Decree no. 58/1998 (Consolidated Law on financial intermediation provisions); Art. 48 of Legislative Decree no. 
231/2007 (Anti-money laundering regulation); Art. 20 Legislative Decree 81/2008 (Regulation on safety at work). 



tors and to all reports. 

The Sapin 2 Law (6) coexists with different special regi-
mes applicable according to the  type of employment 
of the public official (7) or the sector in which the alert 
is issued (8).
 
Both Estonia and Slovenia have an Anti-Corruption Law 
that only protects whistleblowers who report on cor-
ruption, although with a key difference. The Estonian 
Anti-Corruption Act has limited personal scope, as it 
provides protection only to public officials who report 
corruption regarding other public officials. Conversely, 
the Slovenian Integrity and Prevention of Corruption 
Act provides that anyone can report any kind of cor-
ruption. However, the Slovenian Act also gives specific 
protection to official persons who report unethical or 
illegal conduct they have been requested in their sphe-

re of work. In both countries, other provisions within 
legal acts could apply to whistleblowers, although not 
envisaging them specifically (9).

Whistleblowers in Austria are only mentioned in the 
Securities/Stock Exchange Act (10) and corporate law. 
Their protection is either limited to specific sectors or 
for specific types of wrongdoing (11); other relevant 
laws may apply (12).

Austria, Estonia, Romania and Slovenia do not have 
designated soft law tools on whistleblowing, but in 
Romania and Slovenia there are ethical codes, which 
are only morally binding documents. Conversely, Italy 
(13), France (14) and Ireland (15) have soft law guidance 
documents to support the effective implementation of 
the law. 

(6) Act no. 2016-1691 of 9 December 2016 on transparency, the fight against corruption and the modernisation of economic life,

(7) Article 6-ter A of Law 13 July 1983 applies to civil servants, probationary civil servants, contractual agents under public 
law, occasional civil servants; the Labour Code applies to private law employees of the EPICs, private law agents employed 
by public entities, employees governed by private law in public industrial or commercial establishments as well as employ-
ees governed by private law employed by other public bodies who benefit from the protection envisaged by Article L. 
1132-3-3-3 of the Labour Code; the Defence Code applies to military personnel; Law no. 2015-912 of 24 July 2015 applies to 
intelligence service officials. 

(8) Law no. 2013-316 of 16 April 2013 on the independence of health and environment; Art. L.634-3 of the French Monetary 
and Financial Code applies to alerting in the banking and insurance sector; Act No. 2013-1117 of 6 December 2013 on the 
fight against tax fraud protects whistleblowers in the sector of taxation. 

(9) Estonia has the Employment Contracts Act, banning the unfair dismissal and unlawful degrading of employment condi-
tions; the Equal Treatment Act, prohibiting any kind of discrimination of persons, and the Civil Service Act, which, together 
with the former, provides employees with the right to claim compensation from their employer if they have been punished 
or illegally removed from office. 
Slovenia has the Civil Servants Act, which establishes a principle of non-harassment that prohibits any kind of retaliatory 
measures; the Employment Relationships Act, which prohibits sexual and other harassment and bullying in the workplace 
and protects the worker’s dignity; the Mass Media Act states that editorial personnel, journalists and the authors/creators of 
articles are not obliged to reveal the sources of their information, except when stipulated by criminal legislation; the Witness 
Protection Act, which can be applied to whistleblowers or their family members, even if not a witness. 

(10) Art. 160 Abs 13 Börsegesetz.

(11)  Fragmented legislation exists concerning whistleblowing in the public sector and financial sector, or concerning corrup-
tion or environmentally harmful substances. 

(12) The Public Service Law, which is the country’s first ever legal protection related to whistleblowing; the Civil Servants 
Act; the Private Employees Act; the Banking Act; the Environmental Information Act, which protects employees who report 
environmental wrongdoing; the Stock Exchange Act; the Austrian Financial Market Authority; the Labour and Constitution 
Act, which protects all employees from dismissals which violate Austria’s basic social principles; the Data Protection Act 
and the Civil Code (ABGB). 

(13) ANAC Resolution no. 6/2015 “Guidelines on the protection of public employees who report offences”, updated to Law 
no. 190/2012, as the Authority has not yet approved the new Guidelines; ANAC Resolution no. 1033 of 30 October 2018, 
which governed the procedure for imposing administrative pecuniary sanctions. As regards the private sector, in January 
2018 Confindustria published an explanatory note on “The regulation of whistleblowing”.

(14) The circular of the Ministry of Action and Public Accounts of 19 July 2018 on the procedure for reporting alerts issued 
by public officials and the guarantees and protections granted to them; French Anti-Corruption Agency guidelines to help 
private and public sector entities prevent and detect corruption, influence peddling, extortion by public officials, unlawful 
taking of interest, misappropriation of public funds and favouritism”, published in the Official Journal of the French Republic, 
22 December 2017

(15) Government Reform Unit, Department of Public Expenditure and Reform. Guidance under section 21(1) of the Protect-
ed Disclosures Act 2014 (the “2014 Act”) for the purpose of assisting public bodies in the performance of their functions 
under that Act (“the Guidance”).
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3.  Definition
For most of the countries, a whistleblower is a person 
who reports information on breaches of which he/she 
has learned in the context of work-related activities. 
This definition is part of the one given by the Directive 
(16), which adds, however, that whistleblowers are also 
those who make - in specific circumstances - a public 
disclosure.

However, it should be noted that in the Slovenian In-
tegrity and Anti-Corruption Act, whistleblowers are 
referred to as “any person who reports instances of 
corruption”, regardless of whether knowledge of such 
corruption was acquired in the context of an employ-
ment relationship.

Only in France and Romania are whistleblowers ex-
pressly defined by law; in Slovenia and Italy, they are 
only defined implicitly; Irish law does not define the 
whistleblower but the “protected disclosure”, while in 
Austria and Estonia there is no special legal definition.

The requirement of good faith differs greatly from one 
country to the other.

Romania, Slovenia and France expressly require the 
whistleblower’s good faith. The latter also adds that 
the report must be made “in a disinterested manner”, 
while the Slovenian Act also requires the whistleblower 
reasonably to believe that the information, as provided, 
is true. 

In Ireland, as well as in the Directive, acting in good 

faith is seen to be acting in the reasonable belief that 
the disclosure is substantially true. In Italy, whistleblow-
ers must report in the interest of the integrity of the 
public administration or the private entity.

The catalogue of breaches that may be reported is 
wide and varied. The Directive has adopted a broad 
notion of breaches falling within its scope, which also 
includes abusive practices, i.e. acts or omissions that 
do not appear to be unlawful in formal terms but which 
defeat the object or the purpose of the law. The Irish, 
Romanian and French laws provide a list of wrongdo-
ings that may be reported, while in Italy, this is included 
in the Guidelines of the National Anti-Corruption Au-
thority. 

Romania adds to violations of laws also the breach 
of professional ethics or the principles of proper ad-
ministration, efficiency, effectiveness, economy and 
transparency, and expressly indicates a breach of legal 
provisions regarding public procurement. France also 
adds the possibility of reporting “a serious threat or 
prejudice to the general interest”. 

Conversely, the subject of the reports is somewhat lim-
ited in Slovenia and Estonia, where whistleblowers may 
only report corruption.

Irish law specifies, like the Directive, that the reasons 
for disclosure are irrelevant. 

(16)  Article 5, no. 7.
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4. Sectors of application
Not all of the compared countries protect whistleblow-
ers in both the public and private sectors,  as required 
by the Directive. In Romania, whistleblower protection 
in the private sector is only voluntary, and in Estonia 
there are no specific forms of protection in the private 
sector. 

In Austria, private sector employees are protected only 
in the financial and banking sector. However, large en-
terprises and multinational companies started to imple-
ment internal whistleblowng systems to fulfil compli-
ance procedures and good practice recommendations.

On the other hand, whistleblowing regulations in Italy, 
France, Ireland, and Slovenia apply to both the public 
and private sectors. 

In Italy, protection in the private sector has only been 
provided since the end of 2017 and, moreover, it only 
applies to those corporate entities and associations, 
including those which are not corporate bodies, that 
have established organisation and management mod-
els, known as “231 models”. The adoption of these 
models is optional, and they are aimed at excluding or 
limiting the liability of institutions for crimes commit-
ted by individuals in their interest or for their benefit. 

As far as the public sector is concerned, Italian law 
applies to public administrations, public economic 
entities and private law entities under public control 

in accordance with Art. 2359 of the Civil Code; Irish 
law applies to all public bodies, such as government 
departments, local authorities and certain other pub-
licly-funded bodies, which are listed in the law . Rules 
concerning whistleblowers in Romania apply to pub-
lic authorities and institutions of the central and local 
public administrations, apparatus of the Parliament, 
working apparatus of the Presidential Administration, 
working apparatus of the Government, autonomous 
administrative authorities, public institutions of culture, 
education and health, national state-owned compa-
nies, and other representatives of the public sector. 

In Slovenia, the scope of protection is very broad and 
extends to public companies and the state administra-
tion (state body, local community, a holder of a public 
authority or other legal persons governed by public or 
private law), as well as to private companies. 

French rules are in line with the provisions of the Di-
rective since they apply without distinction to both the 
public and private sectors; the only difference concerns 
the thresholds provided for the duty to establish inter-
nal reporting channels and procedures for reporting.

(17) According to Irish law, public body means a Department of State, a local authority within the meaning of the Local 
Government Act 2001, any other entity established by or under any enactment (other than the Companies Act), statutory 
instrument or charter or any scheme administered by a Minister of the Government, a company (within the meaning of the 
Companies Acts) in which the majority of the shares are held by or on behalf of a Minister of the Government, a subsidiary 
(within the meaning of the Companies Acts) of such a company, an entity established or appointed by the Government or 
a Minister of the Government, any entity that is directly or indirectly controlled by an entity within any of the latter, an entity 
on which any functions are conferred by or under any enactment (other than the Companies Acts), statutory instrument or 
charter, or an institution of higher education in receipt of public funding.
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5. Organisational measures and 
connections to the prevention of corruption
In all countries, whistleblower protection measures are 
a key tool in the fight against corruption. As seen in the 
previous paragraphs, in countries where whistleblow-
ers do not yet have an entirely dedicated law, they find 
protection in the anti-corruption laws.

In Slovenia and Italy, there are different levels of organ-
isational measures to fight and prevent corruption. The 
Resolution on the Prevention of Corruption in the Re-
public of Slovenia, adopted by the National Assembly, 
aims to identify realistic, gradual and deliberate meas-
ures to eliminate corruption.

The Commission for the Prevention of Corruption mon-
itors the implementation of the Resolution based on 
an action plan. Public bodies must adopt an integrity 
plan, which includes, in particular, an assessment of the 
institution’s exposure to corruption, proposals for in-
tegrity improvements, and measures for the timely de-
tection, prevention and correction of corruption risks.

In Italy, the National Anti-Corruption Authority (ANAC) 
coordinates the implementation of strategies to pre-
vent and detect corruption and illegal acts in public 
administration, developed at national and international 
levels. ANAC adopts the three-year National Anti-Cor-
ruption Plan, which identifies the main corruption risks, 
remedies, and enforcement measures; it is the model 
for the three-year anti-corruption plans of the individ-
ual administrations and for the anti-corruption meas-
ures supplementing those adopted according to Leg-
islative Decree 231/2001. The Head of the Prevention 
of Corruption and Transparency is identified in every 
public administration and has the task of verifying the 
effective implementation of the plan and its suitability. 
The Independent Evaluation Body, in the private sec-
tor, verifies that the three-year plans for preventing 
corruption are coherent with the objectives established 
in the strategic management planning documents. It 
reports to ANAC on the implementation status of the 
measures. The task of supervising the functioning of 
and compliance with the organisation and manage-
ment models (so-called 231 models) and ensuring that 
they are updated is entrusted to a body of the entity 

with independent powers of initiative and control, the 
Supervisory Body.

The implementation of the whistleblowers’ policy in 
Romanian public institutions is the subject of the Na-
tional Anti-Corruption Strategy followed by extend-
ed evaluation and monitoring reports. The evaluation 
missions aim to document how central and local public 
administration institutions apply the provisions of the 
law in terms of notifications, warnings management 
and whistleblower protection. A law enforcement pro-
cedure for whistleblowing has been prepared by the 
National Integrity Agency and is generally valid for all 
public institutions in Romania that fall under the remit 
of the law.

In Estonia, the Ministry of Justice coordinates the an-
ti-corruption policies and a select anti-corruption par-
liamentary committee supervises the implementation 
of anti-corruption measures, discussing the potential 
of corruption incidents involving officials and assessing 
them. There is no public policy or monitoring strategy; 
the number of cases and their outcome remains un-
known.

In Austria, Estonia, and Ireland there is no overarching 
authority appointed to receive and investigate disclo-
sures made by whistleblowers.

In France, the French Anti-Corruption Agency has no 
investigative powers as a result of whistleblower re-
ports but has the power to sanction a private or pub-
lic body that has not set up an internal whistleblowing 
system. However, the Human Rights Defender (HRD) 
has the power to restore the injured party’s rights 
through mediation to avoid litigation or by supporting 
the judge’s work. The HRD has also the power to inves-
tigate in order to gather evidence from the employer 
that there is no link between the unfavourable decision 
and the report, as well as to search for any concord-
ance between the sanction and the alert. The interven-
tion of the HRD does not involve verifying whether the 
alert is well-founded but only consists of verifying that 
the criteria of the Sapin 2 law are fulfilled in principle. 
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6. Subjective field of application
The Directive provides an extensive personal scope, 
which not only includes persons having the status of 
worker, including civil servants, but also persons having 
self-employed status, shareholders and persons belong-
ing to the administrative, management or supervisory 
body of an undertaking, including non-executive mem-
bers, as well as volunteers and paid or unpaid trainees 
and any persons working under the supervision and 
direction of contractors, subcontractors, and suppliers. 
Furthermore, the Directive applies to workers whose 
work-based relationship has already ended or is yet to 
begin.

Most of the countries will have to modify their nation-
al law in implementing the Directive, as, while they all 
recognise the figure of whistleblower in civil servants, 
and almost all - except Austria - include workers un-
der the supervision of contractors, subcontractors or 
suppliers, none of them recognise volunteers or people 
whose employment relationship has not yet started, or 
shareholders. On the other hand, Estonia and Ireland in-
clude former employees.

Only Ireland explicitly includes freelancers and, togeth-
er with France and Estonia, trainees.

Employees sitting on supervisory bodies are protected 
by the Protected Disclosure Irish Act; Italian law, albe-
it only for the private sector, includes “persons serving 
as representatives or holding administrative or senior 
executive positions within the body or an organisation-
al unit of same, and being financially and functionally 
independent and persons exercising management and 
control of same” and generally “persons subject to their 
direction or supervision”. However, the latter definition 
is too general and does not allow for it to be established 
whether, in the private sector, other categories of work-
ers identified by the Directive are included.

Another overly generic definition is found in the Slove-
nian Integrity and Prevention of Corruption Act. It ap-
plies to anyone who reports any kind of corruption to 
the Commission and to officials who report any kind of 
unethical or illegal conduct they have been requested 
in their sphere of work. Therefore, the law does not ex-
pressly identify all of the various categories of workers 
to which it applies – except for official persons - but is 
generally addressed to everyone (and not only to work-
ers).

Several laws expressly identify some further categories 
of workers. Irish law includes agency workers and po-
lice officers from the national police services. Romanian 
law specifically covers personnel working under spe-
cial statutes as doctors, teachers, police officers, court 
clerks and priests. Estonian Anti-Corruption Act applies 
to public officials regardless of whether they perform 
their duties permanently or temporarily, for a charge or 
without charge, while in service or engaged in a liberal 
profession or under a contract, by election or appoint-
ment.

From the countries examined, France is undoubtedly 
the one whose whistleblower legislation applies to the 
most categories of workers. The Constitutional Council 
has specified that the Sapin 2 Law procedure is limit-
ed to “whistleblowers making an alert against the or-
ganisation employing them or the one with which they 
collaborate in a professional context”. Consequently, the 
Sapin  2 Law applies to agents, holders or contract staff 
belonging to the structure subject to the obligation, to 
trainees and apprentices, as well as to external and oc-
casional collaborators of the administration, bodies or 
communities concerned, such as voluntary users of the 
public service who actually participate in its execution, 
either as reinforcement or by substituting a public offi-
cial.

        DIRECTIVE                ITA        IRE        ROM        FRA         SLO         AUT          EST

workers, including
civil servants

Self-employed

Shareholders

Person belonging to the 
administrative, mana-

gement or supervisory 
body of an undertaking, 
non-executive members

Volunteers

Trainees

Workers under the su-
pervision and direction 
of contractors, subcon-

tractors and suppliers

Workers whose wor-
k-based relationship 

has already ended

Workers whose wor-
k-based relationship is 

yet to begin

only private
sector

* The Slovenian Act generally applies to all those who report corruption
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7.  Reporting channels
Only Irish (just for the public sector), Italy and French 
law provide the duty to establish internal reporting 
channels. 

In France, the requirement to set up a reporting chan-
nel is not addressed to all public and private sector 
bodies. More specifically, the criteria of the number of 
inhabitants and the number of agents employed are 
used. 

Italian law envisages the establishment of internal re-
porting channels for all public bodies and in the private 
sector, only to those entities that have adopted the 
so-called 231 models. Therefore, the adoption of these 
models is optional, but, if adopted, they must include 
one or more reporting channels and at least an alter-
native one with IT methods, which must guarantee the 
confidentiality of the whistleblower’s identity during 
the activities carried out in managing the report.

France and Ireland have a tiered reporting system: 
whistleblowers must firstly disclose information inter-
nally; if this is not possible, or is inappropriate or inef-
fective, they may report to an external channel. In some 
circumstances, as a final step, it is possible to disclose 
publicly. However, French law distinguishes the ordi-
nary reporting procedure from the emergency one: in 
cases of severe and imminent danger or risk of irrevers-
ible damage, the obligation of prior internal reporting 
can be overcome.

In Slovenia, there is a similar reporting system but only 
for official persons reporting unethical conduct they 
have been requested. They may report such practices 
to their superior or the responsible person; if there is 
no responsible person, or if that person fails to respond 
to the report or if it is the responsible person himself/
herself who asks that official to engage in illegal or un-
ethical conduct, the report will fall under the remit of 
the Commission.

The issue of reporting in stages was a highly debated 
point in the decision-making process of the Directive. 
In the final version, following the amendment proposed 
by the European Parliament, the Directive leaves the 
whistleblower free to select the most appropriate re-
porting channel. However, it encourages reporting 
through internal reporting channels before reporting 
through external ones if the breach can be addressed 
effectively internally and if the reporting person con-
siders that there is no risk of retaliation. 

Usually, internal reporting channels are addressed to 
the employer, the direct or indirect superior, or the des-
ignated “alert referent”, such as, for Italy, the Head of 
the Prevention of Corruption and Transparency in the 
public sector or the Supervisory Body in the private 
one. Conversely, in Romania, a whistleblower may re-
port to the hierarchical superior of the person who has
breached the legal provisions, to the Head of the public 

authority, to the public institution or to the budgetary 
unit of the person who violated the legal rules. 
Furthermore, reports can also be made internally to 
the disciplinary commissions within the public institu-
tion to which the person who violated the law belongs.

The competent administrative authority provides ex-
ternal reporting channels, i.e. the French High Authori-
ty for the Transparency of Public Life and the Anti-Cor-
ruption Agency, the Italian National Anti-Corruption 
Authority (ANAC), the Slovenian Commission for the 
Prevention of Corruption. It is also possible to report 
to professional bodies, such as French professional 
orders, or to other authorities indicated by national 
law. Ireland includes government authorities, members 
of parliament, lawyers, and trade unions, while Esto-
nia includes agencies performing public duties, their 
officials, persons supervising agencies, persons con-
trolling declarations or bodies conducting proceedings 
concerning an offence. Romania includes legal bodies, 
bodies responsible for the establishment and investi-
gation of conflicts of interest and incompatibilities, 
parliamentary committees, professional, trade union or 
employers’ organisations and also non-governmental 
organisations.

In some countries, such as Italy, Romania and France, 
it is possible to complain to a judicial authority. In Es-
tonia and Slovenia, suspicions about corruption can be 
reported to the Police. In the latter, although it is not 
possible to report corruption to the Courts directly, 
criminal offences (when a case of corruption becomes 
a crime) can be reported directly to the State Prosecu-
tor’s Office. 

In Austria, several public authorities provide report-
ing systems for whistleblowers, targeting specific ar-
eas. The BMI (Bundesministerium für Inneres), the 
Austrian Ministry of the Interior, focuses on reports 
on corruption and malpractice (in office); the WKStA 
(Wirtschafts und Korruptionsstaatsanwaltschaft), the 
Economic and Corruption Prosecutor, provides a full 
reporting system, with emphasis on corruption, crim-
inal economic matters, social benefit fraud, balance 
and capital market offences and money laundering; 
the FMA (Finanzmarktaufsicht), the Financial Market 
Supervision Authority in Austria, deals with violations 
of compliance with the regulations by companies; the 
BWB (Bundeswettbewerbsbehörde), the Federal Com-
petition Authority specialises in antitrust violations and 
cases of abuse of market power. 

Only Romania and Ireland specifically envisage the 
possibility of public disclosure. In France, this is only 
possible as a last resort after the failure of the first two 
steps or in the event of “grave and imminent danger”.

However, the Slovenian Integrity and Prevention of 
Corruption Act states that reporting to the Commis-
sion will not encroach on the reporting person’s right 
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to inform the public of the corrupt practice.

Only Slovenian law expressly provides the possibility 
for the Commission or other competent authorities to 
notify the whistleblower of the measures or the course 
of action taken in this respect, but only at the whistle-
blower’s request.

        DIRECTIVE                ITA        IRE        ROM        FRA         SLO         AUT          EST

Duty to establish 
specific reporting 

channels 

No tiered 
reporting

system

Internal
reporting

channel

Extenal
reporting

channel

Public
disclosure

only public
bodies

only for 
official

persons

All countries will undoubtedly have to work on this 
point, as the Directive provides not only that feedback 
is given to all reports after a defined timeframe, but 
also that receipt of the report is acknowledged.

8.  Duty of confidentiality
All of the examined countries incorporate the general 
principle stated by the Directive in terms of the con-
fidentiality of whistleblower’s identity, meaning that 
that identity should not be disclosed without his/her ex-
plicit consent to anyone other than the authorised staff 
members who receive and/or follow-up on reports. This 
requirement is seen in a broad sense, so that it also in-
cludes any other information from which the identity of 
the reporting person may be directly or indirectly de-
duced. French law and Italian ANAC Guidelines -how-
ever not yet approved- also includes the confidentiality 
of the identity of the accused person in the context of 
the alert. 

However, there are several exceptions to this principle, 
and therefore circumstances exist in which the identity 
can be revealed. 

In Romania, the identity of the reporting person is only 
protected in certain circumstances, depending on the 
reported person and the reported violation. Confidenti-
ality is always granted if the person involved is the hier-
archical superior or has control, inspection and evalua-

tion responsibilities over the whistleblower. If the report 
concerns corruption, forms assimilated with corruption, 
abuse while on duty and similar offences, crimes against 
the financial interests of the Union, or forgery, confiden-
tiality is guaranteed. 

For other countries, the whistleblower’s identity may be 
disclosed in the context of investigations by national 
authorities or judicial proceedings. For example, in 
France the Sapin 2 law provides for the judicial authority 
as the only exception to the confidentiality duty. 

In Italy, for the public sector, the whistleblower’s right 
to confidentiality is expressed differently in relation to 
the legal contexts involved: confidentiality is guaran-
teed only until the end of the preliminary investigation 
in the context of criminal proceedings and until the con-
clusion of the evidentiary phase in proceedings before 
the Court of Auditors. In the context of disciplinary pro-
ceedings, the whistleblower’s identity may be disclosed 
if the complaint is based, entirely or partly, on the report, 
and the knowledge of his/her identity is necessary for 
the accused’s defence, but only with the whistleblower’s 
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consent. 
In Austria, in legal proceedings, whistleblowers must 
disclose their identity as they will be named as a wit-
ness in criminal court proceedings and, therefore, their 
names will be disclosed to the lawyers representing the 
defendant.

Furthermore, in Ireland, the protection of the whistle-
blower’s identity will not apply if the disclosure is re-
quired by law or it is essential for the effective investiga-
tion, the public interest, or to prevent crime or risks to 
State security, public health or the environment.

In Slovenia, the State Prosecutor, the Police and the 
Court will safeguard the identity of the whistleblower, 
unless his/her identity is necessary to safeguard the de-
fendant’s right to a fair trial, and if the disclosure will not 
place the whistleblower or his/her family in any kind of 
danger.

However, none of the countries examined appears to 
adopt the appropriate safeguards envisaged by the 
Directive. In particular, the Directive states that the re-
porting person shall be informed before his or her iden-
tity is disclosed unless such information would jeopard-
ise the investigations or judicial proceedings. 
In some countries only, a breach of confidentiality may 
result in a sanction. In Slovenia, a fine is imposed on a 
natural or legal person attempting to establish the whis-
tleblower’s identity. In France, the fine is much higher, 
and imprisonment can also be imposed; sanctions also 
apply for any breaches of confidentiality of the person 
accused by the alert.

Some countries require the use of IT methods and cryp-
tographic tools to guarantee the confidentiality of the 
whistleblower’s identity and the content of the reports. 
In Italy, the National Anti-Corruption Authority has es-
tablished an IT platform which uses a cryptographic 
protocol that guarantees enhanced protection of con-
fidentiality and allows the reporting person to dialogue 
impersonally and rapidly with the Authority. Further-
more, private law entities must provide at least one re-
porting channel suitable for guaranteeing confidentiality 

with IT methods. The new ANAC Guidelines, which will 
soon be adopted, will promote the use of cryptography 
tools. The Slovenian Commission for the prevention of 
Corruption, several Austrian public authorities and some 
private corporations offer IT platform with encryption 
technology.

For both Slovenia and Italy, the provisions of the law 
regulating access to public information shall not ap-
ply to documents, files, records and other documen-
tary material relating to reporting. In Slovenia, this ap-
plies until the procedure before the Commission has 
been concluded, but the information on the protected 
reporting person shall not be disclosed even after the 
procedure has been concluded. As a further level of pro-
tection of the whistleblower’s identity, in Italy, data on 
whistleblowing may only be accessed in the presence 
of specific security measures or subject to authorisation 
from the Data Protection Supervisor. 

France and Italy also consider the requirement for com-
pliance with the law on personal data protection (and 
GDPR) as regards the processing of personal data re-
corded as part of the reporting system. 

French law has a provision on keeping records of the 
reports. It establishes that once the objective pursued 
by the data collection has been achieved or when no 
action has been taken on the alert, there is no longer any 
need to retain the data and they must be deleted with-
in a maximum period of two months from the closure 
of all admissibility or verification operations. The per-
sons concerned must be informed of this closure. This 
obligation is accompanied by the penalties envisaged 
by the Penal Code. In Italy, ANAC Guidelines – not yet 
approved - establish that the Head of the Prevention of 
Corruption and Transparency ensures that reports are 
kept for five years from their receipt, keeping the identi-
fier’s identification data separate.

In Estonia, Ireland, Italy and Romania, the law does not 
accept or prohibit anonymous disclosure. Conversely, 
in Slovenia and Austria, reports may be anonymous; in 
France only in exceptional cases.
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9. Protection measures, 
burden of proof and sanctions
In Austria, Estonia and Romania, there are no com-
prehensive protection measures in place, but whis-
tleblowers can use alternative laws to seek remedies. 
However, in Estonia there are no protections for public 
officials who report misconduct other than corruption, 
neither for private sector whistleblowers. In Romania, 
disciplinary or administrative sanctions taken against 
whistleblowers can be declared void by the disciplinary 
committee or by the Court if they were applied as a 
result of an act of whistleblowing in the public interest, 
done in good faith.

Therefore, only France, Slovenia, Italy, and Ireland pro-
hibit any form of retaliation against whistleblowers 
for reasons directly or indirectly related to the report. 
This is seen in a broad sense, in accordance with the 
Directive, meaning that a whistleblower cannot be dis-
missed, sanctioned, moved or damaged by any other 
adverse effects on his/her working conditions. In Ire-
land, the protection extends to any third party who has 
suffered detrimental repercussions from any disclosure 
of alleged wrongdoing.

In France, Italy, and Ireland, in the event of such meas-
ures being taken, they are void by law. The judge may 
order the reinstatement of any person who has been 
dismissed, not had his/her contract renewed or has 
been revoked in violation of the legal provisions pro-
hibiting retaliation measures; severance pay may also 
be applied if the employee does not request reinstate-
ment or such a measure is impossible. On the other 
hand, in Slovenia, the Commission shall demand that 
such conduct is discontinued immediately and, if whis-
tleblowers are civil servants and if they continue to be 
the focus of retaliation despite the Commission’s de-
mand, they may ask their employer to transfer them 
to another equivalent post and inform the Commission 
accordingly.

Italian law requires that any adoption of measures con-
sidered to be retaliation in the public sector shall be 
communicated to ANAC, informing the Department of 
Public Administration of the Presidency of the Council 
of Ministers or other supervisory or disciplinary bodies 
so that they may take the action and apply the meas-
ures within the scope of their responsibility or, for the 
private sector, to the National Employment Inspector-
ate. 

In Ireland, Slovenia, and France an interim relief proce-
dure is available to the employee pending the determi-
nation of a claim for unfair dismissal.

It is only in Slovenia and Ireland that whistleblowers 
have the right to claim compensation from their em-
ployer for the damage caused illegally if they have 
been subjected to retaliatory measures as a conse-
quence of filing the report. According to the Estonian 

Civil Service Act, employees are granted the right to 
claim compensation from their employer if they have 
been punished or illegally dismissed from office. 
Furthermore, in Slovenia, the Commission may offer 
whistleblowers assistance in establishing a causal link 
between the adverse consequences and the retaliatory 
measures.

In Ireland, public bodies must provide their employees 
with written information on the procedures for making 
protected disclosures by current and former workers 
and for dealing with such disclosures.

According to the Sapin 2 Law, in France whistleblowers 
can be directed and assisted by the Human Rights De-
fender. Furthermore, the Maison des Lanceurs D’Alerte 
offers legal advice to whistleblowers.

In Italy, Romania and Slovenia Transparency Interna-
tional has set up an Advocacy and Legal Advice Cen-
tre (ALAC) in order to support citizens with report-
ing corruption complaints. The centre offers free and 
confidential advice. Transparency Legal Advice Centre 
(“TLAC”) is Ireland’s only independent law centre spe-
cialising in providing free legal advice to anyone who 
wishes to disclose wrongdoing as provided for under 
the Protected Disclosures Act.

The Irish Act provides immunity from most civil ac-
tions for damages (except for defamation actions). In 
prosecutions of persons for any offence prohibiting or 
restricting the disclosure of information, such persons 
may use the defence that, at the time of the alleged 
offence, the disclosure was, or the person reasonably 
believed it to be, a protected disclosure.

French, Italian, and Irish law provide the absence of 
criminal liability for disclosure of legally protected 
secrets if the disclosure of the information is necessary 
and proportionate to the interests involved, if it is made 
following the reporting procedures defined by law and 
if the person meets the criteria for determining a whis-
tleblower. In France, this extends to breaches of any 
other secret, except national defence secrets, medical 
secrets or secrets in relationships between a lawyer 
and his/her client. In Italy, it covers official, profession-
al, scientific and industrial secrets. However, Italian law 
expressly excludes the disclosure of information cov-
ered by secrecy acquired in the contex of professional 
consulting or assistance and the reporting of informa-
tion or documents subject to corporate, professional 
or official secrecy “in ways that exceed the purpose of 
eliminating the unlawful act”, or outside of the estab-
lished reporting channels.

As a further protection measure, in Ireland, all disclo-
sures are assumed to be protected until the employer 
proves the contrary; in Romania public-interest whis-
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tleblowers benefit from the presumption of good faith, 
unless proven otherwise. 

French law expressly introduces protective measures 
for the person concerned by an alert. These are mainly 
confidentiality guarantees, and their violation is pun-
ishable by imprisonment and a fine. 

Several countries, such as Italy and Slovenia, strength-
en the protection of whistleblowers by imposing pecu-
niary sanctions on those who have adopted retaliato-
ry measures. In the Italian private sector, disciplinary 
sanctions are provided for those who violate the meas-
ures protecting the reporting person. 

Furthermore, in Italy, ANAC may apply an administra-
tive pecuniary sanction against the responsible party 
which has not established procedures for making and 
managing reports or which has established them, but 
the same do not comply with what is outlined in the 
law and which has failed to control and analyse the re-
ports received.

In France, the offence of obstructing the alert is pun-
ishable by imprisonment and/or a criminal fine, which 
is increased when the investigating judge or chamber 
receives an abusive libel complaint against a whistle-
blower. 
As mentioned in the previous paragraph, in Slovenia 
and France, a breach of the whistleblower’s confiden-
tiality can lead to a sanction. 

In Italy, Slovenia, Ireland and France sanctions also ap-
ply for malicious disclosures. In France, they may be 

criminal sanctions (imprisonment or a criminal fine), 
disciplinary sanctions or dismissal for fault.
Conversely, in Austria, Romania and Estonia, no sanc-
tions are provided. However, although Romanian law 
stipulates no sanctions against retaliation or discrimi-
nation, disputes that regard work or working relations 
may be subject to court review which may subsequent-
ly cancel any sanctions applied in the wake of a public 
interest notification. 

As a further protection measure against retaliation, It-
aly, Slovenia, France, and Romania, in line with the Di-
rective, provide a reversal of the burden of proof. In 
proceedings before a Court or other authority relating 
to detrimental effects suffered by the reporting per-
son, and subject to that person establishing that he or 
she reported or made a public disclosure and suffered 
damage, it shall be presumed that the detrimental ef-
fect was a result of retaliation for the report or public 
disclosure. In such cases, the person who applied the 
detrimental measure must prove that the measure was 
based on reasons unrelated to the report.

Some countries envisage the exclusion of the protec-
tion measures granted in some cases. In Italy, protec-
tions are not guaranteed in cases where, including by 
means of a first instance judgment, a whistleblower is 
found criminally liable for crimes of slander or defa-
mation or for crimes committed by means of the com-
plaint to the ordinary or accounting judicial authority. 
Furthermore, this applies if he/she is found civilly liable, 
for the same reason, in cases of malicious conduct or-
gross negligence.
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10.  Implementation
The final part of this report aims to analyse the imple-
mentation of whistleblowing legislation, based upon 
interviews held by the project partners with represent-
atives of several public bodies in each country as well 
as with representatives of organisations that deal with 
whistleblowing at national level, either carrying out 
support activities, such as Transparency Internation-
al, the French Human Rights Defender and the Maison 
des Lanceurs d’Alerte, or being designated to receive 
reports, such as the Italian National Anti-Corruption 
Authority (ANAC). Firstly, not all public bodies have 
adopted internal policies or guidelines relating to the 
reporting procedure and the protection of whistle-
blowers.

In Italy and Ireland, their adoption is mandatory for 
all legal entities. Although it is not provided by law, in 
France many public bodies have established internal 
regulations regarding whistleblowing. The City of Paris 
has adopted a memorandum relating to the protection 
of whistleblowers, which was sent to all the directors, 
employees, unions of the City and received wide pub-
licity, in particular as it was sent in an attachment to 
the paychecks. 

In Estonia, there is no procedure at the level of the lo-
cal and central governments that were interviewed; in 
Romania, only a few central and local public adminis-
trations have adopted a Regulation or Internal Order. In 
Slovenia, the adoption of internal policies aimed explic-
itly at whistleblowers seems to be an exception: among 
the public bodies interviewed, only (18) the University 
of Maribor has adopted “Guidelines on the procedure 
for reporting corruption and protecting the whistle-
blower in the University of Maribor” (19), with all em-
ployees being informed of those guidelines upon their 
recruitment.

Another element that emerges from the case studies is 
that a person responsible for implementing the pol-

icies is not always identified. Indeed, in Romania and 
Estonia, there is no clear structure of supervision or 
persons in charge of this at institutional level. On the 
other hand, in Ireland, public bodies identify an offi-
cial or office that is responsible for reviewing the dis-
closure and it is easily accessible on the public body’s 
website. In Italy, the Head of Prevention of Corruption 
and of Transparency is the person in charge of imple-
menting the whistleblowing rules and has the task of 
receiving reports within each entity, as required by law. 
It is interesting to note that the Municipality of Milan 
has established the “Monitoring Body”, composed of 
two persons external to the Municipality and one in-
ternal, which is in charge of receiving and verifying the 
reports. They do, however, report to the Head of Pre-
vention of Corruption and of Transparency. This is an 
isolated case in the Italian context and it was estab-
lished as a guarantee for whistleblowers (20) .

In France, the administrations identify the ethical rep-
resentative (“referent déontologue”) and the alert-ref-
erent (“référent-alerte”). In the City of Paris, the pro-
tection of whistleblowers is part of the “risk control, 
internal control and compliance policy” which covers 
cross-sectional risks, ethics and the prevention of cor-
ruption within the City. A City employee works as a 
project manager for the “risk management, internal 
control and compliance policy”; he receives the alerts 
and has implemented the City’s entire anti-corruption 
programme, including the protection of whistleblow-
ers. The refer-alert of the City of Paris does not assess 
the report alone, but sends it to an “Informal Commit-
tee”, consisting of six people21, which decides jointly 
on its admissibility and on the actions to be taken. This 
Committee vaguely resembles the body established by 
the Municipality of Milan.

A recurring issue in case studies is that specific report-
ing channels are absent or, if they are established, they 
are not sufficiently developed at the level of public 

(18)  The other Slovenian administrations interviewed have adopted some Orders and Guidelines, although they do not 
specifically target the whistleblowing procedure. The Municipality of Maribor has adopted the “Order on measures to pro-
tect the dignity of employees”, which protects employees from sexual and other harassment and bullying; it requires a 
Councillor for help and information to be named and describes the procedure. The Maribor University Medical Centre im-
plements internal policies on the protection of information security, professional secrecy and on the protection of workers 
from bullying.

(19) The Guidelines offer the possibility of reporting to the integrity plan administrator aside from the Commission.

(20) For example, to discover the identity of the person who made the report and who provided their data, all three Body 
members must enter their passwords: this is a further guarantee of the confidentiality of the whistleblower’s data.

(21) The Central Ethics Officer of the city of Paris (magistrate), the Director of Legal Affairs, the Head of the Private
Affairs Department (Magistrate), the Director of the Summary Procedure, the Statutory Adviser (Magistrate) of the
Mayor and the Mayor’s Advisor on Human Resources.
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bodies. This is the case in Romania and Estonia, where 
there are no well-established reporting channels. In 
France, even though it is mandatory to establish inter-
nal reporting channels, in May 2019, only 30% of large 
public bodies had fulfilled the obligation. This also ap-
plies in terms of how the reporting channels guarantee 
the confidentiality of whistleblowers. In Romania, while 
certain city halls provide no means of communication, 
some line ministries have complex reporting systems, 
from complaints sent by email and Romanian Post, to 
calls made to a specialist call centre system and the 
existence of a virtual button on the official website, 
known as e-petition. 

In France, the Regional Council of Brittany will soon im-
plement the “Signalement.net” platform. At the same 
time, all bodies interviewed in Italy have already adopt-
ed an IT platform for sending reports, able to protect 
the confidentiality of whistleblowers through cryp-
tographic systems, although some of them have only 
done so in recent months. Some of the entities inter-
viewed in Austria have also adopted a platform. Wiener 
Stadtwerke, the holding company that manages public 
infrastructure services in the City of Vienna, and the 
Federal Office of the Austrian Anti-Cartel Authority 
offer a reporting platform that facilitates anonymous 
communication with the relevant compliance officers 
of the holding company; the Financial Market Authority 
provides two portals, one for complaints by individual 
consumers and one for internal whistleblowing.

However, many of the administrations interviewed have 
never received reports. In Slovenia, none of the enti-
ties interviewed had received them. From the bodies 
interviewed in Italy, either they had not received any 
reports, or they had received very few, between 10 and 
20 in the last year. In Ireland, many public bodies did 
not receive reports in 2018; others received between 10 
and 20, except for the Health Service Executive which 
received 52. At the level of the Ministry of Home Af-
fairs in Romania, about 200 complaints are received 
per year, while the cities of Zalau and Oradea did not 
receive reports under the whistleblowing legislation. 

In France, the Prefecture of Brittany received around 
50 reports in 2016 concerning questions about conflict 
of interests; in the City of Paris, the numbers were very 
low (8 in 2018 and 3 in 2019). However, the fact of re-
ceiving few reports is not necessarily a positive sign, 
especially in entities with a large number of employees. 
The absence of reports does not always infer a perfect 
system that has no illicit conduct to be reported (as, 

on the other hand, is claimed by some entities), but, 
rather, it can be indicative of a lack of awareness of the 
channel or a lack of confidence in the reporting tool. 
Furthermore, there are no studies on the point. Con-
versely, authorities involved in assisting whistleblow-
ers receive more reports (22), along with the external 
authorities. The Slovenian Commission for the Preven-
tion of Corruption received 541 reports of suspected 
corruption in 2018, 61 of which were forwarded to the 
State Prosecutor’s Office for criminal proceedings, and 
the Italian National Anti-Corruption Authority received 
783 reports in 2018. From these, 20 reports were sent 
to the Public Prosecutor’s Office and 19 were sent to 
the Court of Auditors.

The Austrian office of the special prosecutor for eco-
nomic crime and corruption (WKStA) receives more 
than 1,100 reports per year, but around half of these are 
unsubstantiated. Out of more than 7,000 reports re-
ceived in 5 years, only 29 led to a verdict in the criminal 
courts. In many administrations, training activities have 
been carried out to inform employees of the possibility 
of making reports. In Italy, anti-corruption training is 
mandatory in public institutions and appropriate - ac-
cording to ANAC Guidelines - on whistleblowing. Some 
entities organise training meetings both in person, car-
ried out by individual managers or directly by the Head 
of Prevention of Corruption and of Transparency, and 
online, through the institution’s intranet. These meet-
ings often deal with the issue of anti-corruption and 
transparency, with a specific focus on whistleblowing. 
Training meetings are regularly scheduled for new em-
ployees. The Municipality of Milan sends information 
notes on the subject via email and with the pay pack-
ets, as an efficient way of increasing awareness of the 
whistleblowers regulation.

In Slovenia, there is almost no training on whistle-
blowing, and there is an expectation upon employees 
to familiarise themselves with the existing legislation 
and guidelines. The perception is that this is the do-
main of the Commission and it should, therefore, be 
its job to deal with it. However, it does not organise 
practical or educational seminars for State employees. 
Furthermore, the culture of the organisations seems to 
perceive whistleblowers as traitors, and they will not, 
therefore, provide training and education on how re-
ports can be made. In Romania, there is no clear pat-
tern in this regard for the city halls and line ministries. 
The majority of employees have not participated in 
such training sessions.

(22) The French Defender of Rights received 195 reports in the last two and a half years, and the Maison des Lanceurs
d’Alerte was contacted by 54 people. The Italian Anti-Corruption Alert (ALAC), which is part of the international
system of Advocacy and Legal Advice Centres, the assistance centres for whistleblowers designed by Transparency
International, from 2014 to 2018, received 618 reports, of which 152 in the year 2018.
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In the City of Paris, e-learning videos on whistleblow-
er protection are being prepared and will be published 
internally; it has also started drafting a new Code of 
Ethics and created a page dedicated to ethics on the 
intranet; there is also a simplified ethical charter for 
agents who cannot read. 

No systematic analysis and evaluation of whistle-
blowing has ever been undertaken for the public sec-
tor in Austria. 

In Estonia, as well as in France, there is no public policy 
or monitoring strategy of the number and outcomes of 
the cases, which often remain unknown (23). 

On the contrary, in Ireland, public bodies are required to 
publish information on the number of reports received 
and the action taken annually. In Italy, all administra-
tions publish annually a report containing indications 
of the measures taken on the reports received. Further-
more, starting from April 2016, the Italian National An-
ti-Corruption Authority decided to commence periodic 
evaluation activity of reports received directly through 
its platform and those collected from a sample of about 
40 public entities, in order to monitor the state of ap-
plication of the regulation of the whistleblowing in Ita-
ly, to highlight its critical issues and to understand the 
effectiveness of the institute as a tool for preventing 
corruption. So far, four sets of monitoring have been 
carried out. 
The Slovenian Commission also issues yearly reports 
on its work. Some Romanian administrations have at 
least performed annual external monitoring of the im-
plementation of the National Anti-Corruption Strategy 
for 2016-2020, which includes the whistleblowing topic. 
However, in no country there is an automated collec-
tion of the number of reports received from all public 
administrations.

The overall perception in Slovenia, Romania, and Esto-
nia is that there is no effective implementation of the 
legislation, and that remains a stigma that whistleblow-
er is someone who is a a traitor to the organisation. 
Therefore, there is no strong interest in whistleblow-
er protection. In Slovenia, whistleblowing legislation is 
generally seen as reliable, since the Commission safe-
guards the informer’s anonymity; however, the law is 
also perceived as inefficient, as people believe that 
even if they report irregularities to the Commission, 
nothing will happen. Citizens still see the media as one 
of the most convenient and trustworthy means of un-
covering irregularities in society. In Austria, informers 
tend to turn to journalists either because formal inter-
nal complaint mechanisms have proven to be useless 

or because they are afraid of retaliation if they address 
their grievances within their organisation.

In Ireland, the main concerns relate to the ability of 
whistleblowers to make concurrent protected disclo-
sures to numerous bodies or persons; there is also 
confusion over specific sectors having two separate 
statutory protected disclosure regimes. The French 
Defender had pointed out the multitude of whistle-
blower protective regimes as a major difficulty. The ex-
istence of a triple reporting channel has been qualified 
as a “necessary evil” by the Defender of Human Rights. 

Conversely, the perception of implementation is quite 
positive in Italy, Ireland and France. The relevant French 
law is perceived as being reliable and responsive; guar-
antees are in place for any whistleblower who fulfils the 
conditions laid down by the law. However, there are still 
difficulties, particularly regarding the possibility of ac-
tually protecting anonymity, the lack of sanctions due 
to the absence of an internal alert system, as well as the 
lack of protection for legal persons. Furthermore, there 
is a need to promote the procedure and the reporting 
tool, through an awarenessraising campaign. 

In Italy, the Anti-Corruption Authority, in its last re-
port, identified a “qualitative” increase in the reports 
sent and greater confidence in the institution. However, 
there are some critical issues concerning the applica-
tion of the institution: in particular, the improper use of 
alerts for matters completely unrelated to the anti-cor-
ruption authority’s competence and the difficulty of 
whistleblower protection taking root in the workplaces, 
especially small ones. 

Critical issues quite common to all the compared coun-
tries are the widespread lack or inadequacy of clear 
internal procedures for the protection of whistleblow-
ers and reporting channels, as well as the uncertainty 
created by their multitude. 

Finally, not all countries which do not yet have a spe-
cific whistleblower regulation are planning to adopt it 
(for example, in Estonia, this is not a priority of Parlia-
ment, and local and central governments are not incen-
tivised to create and enforce internal whistleblowing 
procedures).

(23)  The only official records and data known are registered by the Central Criminal Police, where corruption-related
cases reported through a hotline are countered, but it remains unknown how many originated from whistleblowers.
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Law 190/2012 (anti-corruption law) introduced the 
first provision to protect public sector whistleblow-
ers (art. 54 bis in Leg. Decree 165/2001); the law was 
amended by Leg. Decree 90/2014, which included the 
National Anti-Corruption Authority as the recipient of 
reports of its employees and also of employees of oth-
er administrations according to art. 54 bis.
Law 179/2017 (standalone legislation on whistle-
blowing both in the private and public sectors) 
amended art. 54bis and introduced specific protection 
in the private sector, adding a new paragraph in art. 
6 of Leg. Decree 231/2001. The aim is to protect the 
whistleblower and not to discover corruption.

ANAC Resolution 6/2015 “Guidelines on the pro-
tection of WB”; ANAC Resolution 1033/2018 (proce-
dure for administrative pecuniary sanctions); Confin-
dustria explanatory note 2018. 

Whistleblowers are only implicitly defined by Law 
179/2017.
PUBLIC SECTOR: Civil servants who, to protect the in-
tegrity of the public administration, report to the person 
responsible for the prevention of corruption and transpar-
ency, to the National Anti-Corruption Authority (ANAC), 
to the ordinary judicial authority or to the Court of Audi-
tors unlawful conduct (crimes against the public admin-
istration and abuse of law in administrative activity) of 
which they have learned in the context of their work-re-
lated activities.
PRIVATE SECTOR: Top managers or employees of or-
ganisations that have established organisation and man-
agement models (known as “231 models”) who present, 
in protection of the entity’s integrity, detailed reports of 
unlawful conduct relevant according to Legislative Decree 
no. 231/2001 and based upon specific and consistent evi-
dence, or violations of the entity’s organisation and man-
agement model, of which they have become aware due to 
the functions performed.

Standalone legislation dedicated to protecting whistle-
blowers both in the private and public sector: the Pro-
tected Disclosures Act (PDA) 2014. This is part of a 
wider set of legislative government reforms which aim to 
improve innovation and transparency in all areas of the 
public sector. 
Additional protections for whistleblowers are provided by 
a range of sectoral legislation, including the Health Act 
2004, as amended by the Health Act 2007 (for health 
sector employees and members of the public who report 
any wrongdoings in the healthcare sector); the Protec-
tion for Persons Reporting Child Abuse Act 1998 (for 
people reporting potential abuse of children from civil 
liability and victimisation); the Charities Act 2009 (for 
people who report alleged breaches of the legislation to 
the Charities Regulatory Authority).

A soft-law guidance document supports the effective 
implementation of the Protected Disclosures Act. the 
Guidance when establishing and reviewing protected dis-
closure procedures. The Guidance document offers sup-
port to public bodies in establishing suitable procedures 
for making and dealing with employees’ complaints of 
wrongdoings.

Whistleblowers are not defined by law, but protect-
ed disclosure is.
A WB is a worker who discloses information which, in his 
reasonable belief, reveals one or more relevant wrongdo-
ings which came to his attention in connection with his 
employment.
The PDA refers to the (protected) disclosure of the rele-
vant wrongdoing, which covers an offence, a breach of a 
legal obligation, other than one arising under the worker’s 
contract of employment or other contract whereby the 
worker undertakes to do or perform personally any work 
or services. Such wrongdoings include: a miscarriage of 
justice, an endangerment of health and safety, damage to 
the environment, a misuse of public funds, an oppressive, 
discriminatory or grossly negligent act or omission by a 
public body or one which constitutes gross mismanage-
ment, with information inferring that the wrongdoing has 
been, is being or is likely to be concealed or destroyed.

Public and private sector

Standalone legislation on whistle-
blowing: Law no. 571/2004 on the 
protection of personnel in public au-
thorities, public institutions and other 
units reporting violations of the law. 

There are no designated soft laws on 
WB. There are best practice guide-
lines - but usually in private companies.  
There are, however, Codes of Ethics 
and other legal forms that may apply. 

Whistleblowers are defined by law 
as well as “public interest whistle-
blowing”. They are the persons who, in 
good faith, report any act that involves 
a violation of the law, professional ethics 
or the principles of good administration, 
efficiency, effectiveness, economy and 
transparency; corruption, fraud, nepo-
tism and discriminating treatment. 

Public sector (private sector on volun-
tary basis)
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Public and private sector (which established organisa-
tion and management models, known as “231 models”) 
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PUBLIC SECTOR 
(art. 1 Law 179/2017): Public administrations, public 
economic entities and private law entities under 
public control in accordance with art. 2359 of the 
Civil Code.

PRIVATE SECTOR 
(art. 2 Law 179/2017): Corporate entities and as-
sociations, including those which are not corpo-
rate bodies, that have adopted an organisation 
model for crime prevention according to Decree 
no. 231/2001 on corporate criminal liability (the 231 
Model Decree). 

PUBLIC SECTOR: Civil servants, persons under 
public law, employees of a public economic entity 
or of a private entity under public control, workers 
and collaborators of companies that supply goods 
or services and carry out works in favour of the 
public administration. 

PRIVATE SECTOR: Persons serving as representa-
tives or holding administrative or senior executive 
positions within the body or an organisational unit 
of same, and being financially and functionally in-
dependent; persons exercising management and 
control of same; persons subject to their direction 
or supervision.

The Protected Disclosure Act applies to all pub-
lic bodies: a Department of State, a local author-
ity, any other entity estAablished by or under 
any enactment (other than the Companies Act), 
statutory instrument or charter or any scheme 
administered by a Minister of the Government, a 
company (within the meaning of the Companies 
Acts) a majority of the shares in which are held 
by or on behalf of a Minister of the Government, a 
subsidiary (within the meaning of the Companies 
Acts) of such a company, an entity established or 
appointed by the Government or a Minister of the 
Government, any entity that is directly or indirect-
ly controlled by an entity within any of the latter, 
an entity on which any functions are conferred by 
or under any enactment (other than the Compa-
nies Acts), statutory instrument or charter, or an 
institution of higher education in receipt of public 
funding. 

All workers from the private and public sectors are 
covered (broad definition of workers: current and 
former employees; contractors and consultants; 
agency workers; trainees; temporary workers; in-
terns and those on work experience). The legisla-
tion specifically includes: policemen from the na-
tional police services; freelancers, contractors, etc. 
Legal advisors are excluded from the protection 
of the law in relation to issues that attract legal 
professional privilege.

The Act does not apply to volunteer workers; pub-
lic bodies at their discretion may investigate re-
ports of wrongdoing from volunteers

Public authorities and institutions of the central 
public administration, the local public adminis-
tration, the apparatus of Parliament, the working 
apparatus of the Presidential Administration, the 
working apparatus of the Government, autono-
mous administrative authorities, public institu-
tions of culture, education, health and social as-
sistance, national companies, autonomous bodies 
of national and local interest, as well as national 
state-owned companies. The law shall also apply 
to persons appointed to scientific and consulta-
tive councils, specialist committees and other col-
legiate bodies organised in the structure or with 
public authorities or institutions.

Civil servants; contract staff, according to the 
Labour Code; personnel working under special 
statutes, doctors, teachers, police officers, court 
clerks, priests, etc.

Third parties related contracts, public procure-
ment procedures targeting private companies 
might be subject to public warnings if links with 
the public servants and categories of subjects tar-
geted by the law are suspected of wrongdoings.  
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PUBLIC SECTOR: 
The legislation require organisations to imple-
ment specific reporting channels and identifies 
recipients of disclosed information: whistleblow-
ers can report to the person within the public ad-
ministration at which the whistleblower works who 
is in charge of the prevention of corruption and 
transparency or the National Anti-Corruption 
Authority or complain to the ordinary judicial au-
thority or the Court of Auditors. 

PRIVATE SECTOR: 
Companies falling within the scope of Legislative 
Decree 231/2001 are required to implement one 
or more internal reporting channels allowing, in 
protection of the entity’s integrity, for detailed re-
ports of unlawful conduct to be made which are 
relevant for the purposes of this decree and based 
on specific and consistent evidence, or violations 
of the entity’s Organisation and Management 
Model. 
At least one alternative reporting channel suitable 
for guaranteeing, by electronic means, the confi-
dentiality of the whistleblower’s identity must be 
set up. The Confindustria explanatory note pro-
vides some indications on the recipients of the 
reports, which must be identified by the company.

Public bodies must implement internal disclos-
ing mechanisms. Companies are not required to 
do so. Public bodies are required to provide writ-
ten information setting out the procedures to all 
their employees.

A tiered reporting system: 1) workers are encour-
aged to follow the reporting system of the public 
body; 2) the worker is required to disclose the al-
leged wrongdoing to a ‘prescribed person’, this 
is normally the regulator, or supervisory body or 
local authority. Workers may disclose the wrong-
doing to a regulator in circumstances where they 
believe that they cannot disclose or do not wish, 
for other reasons, to disclose the alleged wrong-
doing to their employer; 3) public disclosure: the 
suspected wrongdoing is disclosed to the general 
public, generally through a media source. 
Specific disclosures can be made to: 

- the employer/responsible person; 
- the prescribed person; 
- the minister; 
- the legal adviser or Trade Union Official;
- other persons, such a Member of Parliament or 
a journalist. 

There is no obligation to set up reporting chan-
nels. 

The report of violations of the law or of ethical and 
professional rules may be made, alternatively or 
cumulatively, to a wide range of internal and ex-
ternal channels: the hierarchical superior of the 
person who has breached the legal provisions; the 
head of the public authority, the public institu-
tion or budgetary unit of the person who violated 
the legal provisions; disciplinary commissions or 
other similar bodies within the public authority, the 
public institution to which the person who violated 
the law belongs; judicial bodies; bodies respon-
sible for the establishment and investigation of 
conflicts of interest and incompatibilities; parlia-
mentary committees; media; professional, trade 
union or employers’ organisations; non-govern-
mental organisations.

A specific and detailed procedure for handling 
whistleblower complaints has had to be issued by 
each ministry in Romania, but a significant major-
ity retained the possibility of the complaint being 
issued alternatively or cumulatively to any of the 
above-mentioned channels.  
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The process of following up reports must guar-
antee the confidentiality of the whistleblower’s 
identity upon receipt of the report and in any sub-
sequent phase, including in relationships with third 
parties.

PUBLIC SECTOR: In criminal proceedings, the 
identity of the whistleblower is kept confiden-
tial until the end of the preliminary investigation. 
In proceedings before the Court of Auditors, the 
identity cannot be disclosed until the conclusion of 
the evidentiary phase. In disciplinary proceedings, 
the identity cannot be disclosed when the disci-
plinary complaint is based on distinct and addi-
tional verifications with respect to the report, even 
if consequential to it. If the complaint is based, in 
whole or part, on the report, and the knowledge 
of the whistleblower’s identity is indispensable for 
the defendant’s defence, the report will be used 
for the purposes of the disciplinary proceedings 
only with the whistleblower’s consent to the dis-
closure of his identity. 
Data concerning whistleblowing may only be ac-
cessed in the presence of specific security meas-
ures or subject to authorisation from the Data Pro-
tection Supervisor.  

PRIVATE SECTOR: The reporting channels, includ-
ing the alternative channel via IT methods, must 
guarantee the confidentiality of the whistleblow-
er’s identity during the activities of managing the 
report.

The legal framework does not accept nor prohibit 
anonymous disclosures

Confidentiality is guaranteed.

The Act sets out protection measures for a person 
to whom a protected disclosure is made, and any 
person to whom a protected disclosure is referred 
in the performance of that person’s duties. The 
person responsible for receiving and investigating 
alleged wrongdoings shall not disclose to anoth-
er person any information that might identify the 
person making the protected disclosure. 

Exceptions: in circumstances where failing to dis-
close the worker’s name would hinder the effec-
tive investigation of the relevant wrongdoing; if 
the non-disclosure would be a serious risk to the 
security of the State, public health, public safety 
or the environment; or if the disclosure would re-
sult in the prevention of crime or prosecution of a 
criminal offence. 

The legal framework does not accept nor prohibit 
anonymous disclosures

Confidentiality under the WB law is granted only  
if the person reported through whistleblowing is 
the hierarchical superior or has control, inspection 
and evaluation powers over the whistleblower. In 
this case, the discipline commission or another 
similar body will guarantee the whistleblower’s 
protection, concealing his identity. 
If reports concern corruption, forms assimilated 
with corruption, abuse while on duty and similar 
offences, crime against the financial interests of 
the Union, or forgery, there is the benefit of ex of-
ficio confidentiality, namely, the identity of the WB 
must be protected from the very start. (Article 8 of 
the Law on WB states that all provisions are taken 
from the Law on witness protection when report-
ing on the above-mentioned situations). 
A law enforcement procedure for whistleblowing 
has been prepared by the National Integrity Agen-
cy and is generally valid for all public institutions 
in Romania that fall under the law. The procedure 
regulates measures for the protection of persons 
who have reported violations of law in public insti-
tutions and other units reporting violations of the 
law.

The legal framework does not accept nor prohibit 
anonymous disclosures
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PUBLIC SECTOR: 
A WB may not be punished, demoted, dismissed, 
transferred, or subjected to another organisa-
tional measure having direct or indirect adverse 
consequences on the working conditions as a 
result of the report. Any discriminatory or retal-
iatory acts that are taken are invalid. Any whistle-
blower who is dismissed because of the report is 
reinstated into the workplace.
The adoption of measures against the whistle-
blower that are deemed to be retaliation shall be 
communicated to ANAC by the interested party 
or by the most representative unions within the 
respective administration. ANAC shall inform the 
Department of Public Administration of the Pres-
idency of the Council of Ministers or other super-
visory or disciplinary bodies in order that they 
may implement any activities or measures within 
the scope of their responsibility. Exceptions: cas-
es in which, including by means of a first instance 
judgment, the WB is found criminally liable for the 
crime of slander or defamation or in any case for 
crimes committed by means of the complaint to 
the ordinary or accounting judicial authority, or is 
found civilly liable for the same reason, in cases of 
malicious conduct or gross negligence.

PRIVATE SECTOR: 
Prohibition on direct or indirect retaliatory or 
discriminatory acts for reasons directly or indi-
rectly related to the report. Invalidity of any retali-
atory or discriminatory measure adopted. 
The adoption of discriminatory measures may be 
reported by the WB or by the trade union organ-
isation indicated by the same to the National Em-
ployment Inspectorate, in order for it to take the 
measures for which it is responsible. Exceptions: 
those who make fraudulent or grossly negligent 
reports that prove to be unfounded (disciplinary 
sanctions are applied to them).

Broad protection against retaliation. The pro-
tection extends to any third party and job seekers 
who have suffered detrimental treatment due to 
disclosing alleged wrongdoings. 

In cases where a worker has been dismissed for 
an alleged disclosure, the worker may apply to 
the Circuit Court, which may order the re-engage-
ment, reinstatement, or the continuation of the 
worker’s contract. Employees can be awarded a 
maximum of five years’ remuneration for dismiss-
al on grounds of having made such a protected 
disclosure.

Civil action leading to uncapped compensation 
can be brought against anyone implementing det-
rimental treatment due to a protected disclosure 
or due to loss caused by a failure to protect a dis-
closer’s identity. 

The interim relief procedure is available to the em-
ployee. 

All disclosures are assumed to be protected dis-
closures, until the employer proves the contrary.

There is no specific protection mechanism for 
whistleblowers. 
However, whistleblowers can use alternative laws 
to seek remedies, such as the Labour Law. 
The protection of whistleblowers can be guaran-
teed in two areas: administrative and legal. 
Before the Disciplinary Committee or other sim-
ilar bodies, public-interest whistleblowers benefit 
from the presumption of good faith, unless oth-
erwise proven. At the request a whistleblower un-
der an administrative disciplinary procedure, the 
disciplinary commissions or other notified bodies 
have the obligation to invite the press and a rep-
resentative of the trade union or professional as-
sociation. The announcement is made by means 
of a communication on the website of the public 
authority at least 3 working days before the hear-
ing, under the sanction of nullity of the report and 
of the disciplinary sanction applied. If the accused 
person is hierarchically superior and/or has, di-
rectly or indirectly, powers of control, inspection 
and evaluation of the whistleblower, the discipline 
commission or another similar body will ensure 
the protection of the whistleblower, concealing his 
identity. In the case of warnings in the public inter-
est that signal violations of the law, the provisions 
of Law no. 682/2002 on the protection of witness-
es should be applied. 

According to national judicial practice, the admin-
istrative litigation or labour panels of the courts 
have jurisdiction in such cases:

- If the court finds that the whistleblower was 
prosecuted for the warning, it will apply the sanc-
tion of absolute nullity – including in the case of 
abusive dismissal or disciplinary sanction. 

- If the court finds that the sanctioned person is a 
whistleblower, it will automatically check the man-
ner in which the sanction was given, for what rea-
son and when (before or after the warning) and 
whether or not it is an indirect sanction and/or is 
disproportionate.
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PUBLIC: 
ANAC may impose administrative pecuniary sanc-
tions considering the size of the administration or 
entity to which the report refers in those cases: 
if it is determined, in the context of the prelimi-
nary investigation conducted by ANAC, that dis-
criminatory measures have been adopted; if it is 
found that procedures are lacking for making and 
managing reports, or that the procedures do not 
comply with what is set forth in the law; if it is 
established that the responsible party has failed 
to check and analyse the reports received; if it is 
ascertained that the person responsible for veri-
fying and analysing the reports received has not 
performed his duty.

PRIVATE: 
Disciplinary sanctions for those who violate the 
measures protecting the whistleblower and for 
those who make fraudulent or grossly negligent 
reports that prove to be unfounded.
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PUBLIC: 
Reversal - It is the responsibility of the public ad-
ministrations or the public economic entity or the 
private-law entities under public control to prove 
that the discriminatory or retaliatory measures 
taken against the whistleblower are motivated by 
reasons unrelated to the report. 

PRIVATE: 
Reversal - It is the employer’s responsibility to 
demonstrate that the retaliatory measures are 
based on reasons unrelated to the report.

If trade secrets are disclosed, if the employee 
cannot prove that the information was disclosed 
in the general public interest, the employee may 
be liable for a criminal offence. Such an offence is 
punishable by a fine of up to €50,000 and up to 
three years in prison. 

The PDA specifically includes a provision which 
outlines that a protected disclosure will not con-
stitute a criminal action. Sanctions are applicable 
for trade secret breaches and in certain pieces of 
sector-based legislation.

No reversal of burden of proof: it is placed on the 
employee.

Section 5(8) of the Protected Disclosures Act 
provides that a disclosure is presumed to be a 
protected disclosure. In unfair dismissal claims, 
the burden of proof is placed on the employer to 
prove that the dismissal was fair and justified. In 
penalisation and tort claims, the burden of proof is 
placed on the employee. 

The law does not highlight sanctions against retal-
iation, discrimination and bullying. 

Reversed: the law provides that the burden of proof 
of bad faith is on the public institution and not on 
the whistleblower. There is no clear practice or ex-
plicit rules on the evidence that a whistleblower 
should bring in supporting his accusations. However, 
the lack of relevant elements in support of the refer-
ral can make it difficult for the public institution to 
take corrective measures.
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ANAC coordinates the implementation of strate-
gies to prevent and detect corruption and illegal 
acts in public administration, developed at nation-
al and international level. ANAC adopts the three-
year National Anti-Corruption Plan (PNA) which 
identifies the main corruption risks, remedies and 
enforcement measures; it is the model for the 
three-year anti-corruption plans of the individ-
ual administrations (PTPC) or the anti-corruption 
measures supplementing those adopted accord-
ing to Legislative Decree 231/2001.

The Head of Corruption and Transparency Pre-
vention (RPCT) is identified in every public admin-
istration. He/she verifies the effective implementa-
tion of the plan and its suitability. The Independent 
Evaluation Body, in the private sector, verifies that 
the three-year plans for preventing corruption 
are coherent with the objectives established in 
the strategic-management planning documents 
and that, when measuring and evaluating per-
formances, the objectives connected to anti-cor-
ruption and transparency are taken into account. 
It reports to ANAC on the implementation status 
of the measures to prevent corruption and to in-
crease transparency.

The task of supervising the functioning of and 
compliance with the 231 models and ensuring that 
they are updated is entrusted to a body of the en-
tity with independent powers of initiative and con-
trol, the Supervisory Body (OdV). 

There is no overarching authority appointed to 
receive and investigate disclosures made by 
whistleblowers. 

Central government departments and local au-
thorities have introduced policies for protected 
disclosures which were developed in line with the 
PDA. The policies commonly set out how staff 
members can make a disclosure; what happens 
when disclosures are made; and what the depart-
ment does to protect staff members. The policies 
implemented strongly reflect the Protected Dis-
closures Act (PDA) and the supporting soft law 
documents.
Section 22 of the PDA requires public bodies to 
transparently and openly publish information on 
received protected disclosures on an annual basis. 

The implementation of the Act was reviewed by 
the Department of Public Expenditure and Reform 
in 2018 and a number of measures were agreed to 
ease concerns expressed by public bodies, interest 
groups and members of the public. 

Only some central and local public administration 
entities in Romania have adopted detailed and 
transparent procedures regarding the functioning 
and protection of whistleblowers. Their function-
ing is the subject of one of the most important and 
coherent national public policies, the National An-
ti-Corruption Strategy.

The implementation of the whistleblowers policy 
in public institutions in Romania is the subject of 
the National Anticorruption Strategy (SNA) fol-
lowed by extended evaluation and monitoring re-
ports, both for the period 2012-2015 and beyond 
2020.

Moreover, these monitoring reports on the im-
plementation of the SNA are subject to external 
auditing and are sent to Brussels as part of the 
special assessment by the European Commission 
which has imposed on Romania and Bulgaria after 
accession (2007) the so-called Justice Coopera-
tion and Verification Mechanism.
The evaluation missions aim to document the way 
in which central and local public administration 
institutions apply the provisions of the law both 
from the point of view of notifications, warnings 
management and whistleblowers’ protection.
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Law no. 2015-1690 of 9 December 2016 on the new compe-
tence of the Human Rights Defender (guidance and protec-
tion of whistleblowers). 
Law no. 2016-1691 of 9 December 2016 (Sapin II Law) cre-
ates a general status of whistleblower. The law was not spe-
cifically adopted to protect whistleblowers and aims to cov-
er several aspects, such as the fight against corruption, the 
breaches of probity, modernization of economiclife.  However, 
depending on the emplyement regime of the public official or 
the sector involved in the report, the Sapin II Law must be in-
terpreted in parallel with other laws still in force, which makes 
the legal landscape complex.
For the public official: 
- civil servants, probationary civil servants, contractual agents 
under public law, occasional civil servants -->  Law of 13 July 
1983; in the case of alert only for facts likely to be qualified 
as a conflict of interest in the public sector > Law of 6 De-
cember 2013 (“loi déontologie”); the relationship between the 
alerting procedures provided for these two texts has not been 
clarified. 
- private law employees of the EPICs, private law agents em-
ployed by public entities > the Labour Code (freedom of 
expression is more limited for public officials than for private 
sector employees)
- military, intelligence officer > the Defence Code (military 
personnel); Law no. 2015-912 of 24 July 2015 (intelligence 
service officials)
- Article 40 Criminal Procedure Code: requires any constitut-
ed authority, whether public official or civil servant, who ac-
quires, in the performance of his duties, knowledge of a crime 
or offence to give notice thereof without delay to the public 
prosecutor and to transmit to that judge all information, min-
utes and acts relating thereto. The relationship between Art. 
40 CPC and the Sapin II Law provisions on whistleblowing is 
ambiguous.

Other sector-based legislation in force: 
- Banking and insurance > Monetary and Financial Code (the 
alert in this field has to be reported to the financial market’s 
authority or the prudential supervision and resolution author-
ity)
- Tax fraud (public and private sector) > Law No. 2013-1117 of 
6 December 2013 (not repealed by Sapin II Law; relationship 
not clarified)
- Law no. 2013-316 of 16 April 2013 on the independence 
of health and environmental expertise and the protection 
of whistleblowers maintains the existence of a national com-
mission on ethics and alerts in public health and environment 
(CNDASPE).
Law no. 2015-1690 of 9 December 2016 on the new compe-
tence of the Human Rights Defender (guidance and protec-
tion of whistleblowers).
Implementation instruments:
Decree no. 2017-564 of 19 April 2017 on procedures for col-
lecting alerts; implemented consequently by ministerial.
The “CNIL-Standards relating to processing of personal 
data set up for the implementation of the alert mechanisms 
requirements in the professional context”, adopted by the 
CNIL, French Data Protection Authorit on 18 July 2019, pub-
lished on the 10 December 2019.

There are no specific regulations re-
garding Whistleblowers. Slovenia 
adopted or amended the following 
legislation in order to fight corruption 
and to protect whistleblowers:
- the Integrity and Prevention of Cor-
ruption Act (2010, amended twice in 
2011): provides extensive protection 
of any whistleblower who discloses 
information in good faith both in the 
public and private sector and estab-
lishes the Commission on Prevention 
of Corruption which can receive the 
reports. 
- the Civil Servants Act establishes a 
principle of non-harassment which 
prohibits any kind of retaliatory meas-
ures.
- the Employment Relationships Act 
prohibits sexual and other harassment 
and bullying in the workplace and 
protects the worker’s dignity. It states 
that the contract cannot be terminat-
ed at the employer’s discretion.
- the Mass Media Act states that ed-
itorial personnel, journalists and the 
authors/creators of articles are not 
obliged to reveal the sources of their 
information, except when stipulated 
by criminal legislation.
- the Access to Public Information Act
- the Criminal Procedure Act poten-
tially forces the journalist to reveal his 
source. The 2019 amendment recog-
nises reporters and journal editors as 
privileged witnesses who can refuse 
to testify about their sources except 
when such testimony is necessary for 
the prosecution of a crime with a pen-
alty of over three years of imprison-
ment. 
- the Witness Protection Act can be 
applied to whistleblowers or their 
family members, even if not a witness.
- the Criminal Code: whistleblowing 
can be considered a criminal offence, 
such as unjustified disclosure of pro-
fessional secrecy, disclosure and un-
justified acquisition of business secre-
cy, abuse of internal information and 
disclosure of classified information. 

There are no spe-
cific regulations 
regarding Whistle-
blowers. There are 
reporting channels 
provided for whis-
tleblowing but no 
law that actually 
protects whistle-
blowers. The only 
way a WB can be 
protected is via the 
crown-witness sta-
tus. 

Fragmented leg-
islation exists 
concerning whis-
tleblowing in the 
public sector and 
the financial sector, 
or concerning cor-
ruption or environ-
mentally harmful 
substances. The rel-
evant laws are the 
Public Service Law, 
the Civil Servants 
Act, the Private 
Employees Act, 
the Banking Act, 
the Environmental 
Information Act, 
the Austrian Fi-
nancial Market Au-
thority, the Labour 
and Constitution 
Act, the Data Pro-
tection Act and the 
Civil Code (ABGB), 
and the Criminal 
Procedure.

No specific regulations on whis-
tleblowing; there are a few nor-
mative acts indirectly targeting 
whistleblowers. 
The Anti-Corruption Act (ACA), 
which applies to public officials 
who report corruption regard-
ing other public officials, is the 
piece of legislation having most 
relevance to WB. It prohibits the 
concealment of corrupt acts and 
grants WB confidentiality and 
protection from retaliation un-
less they knowingly provide in-
correct information. Other acts 
could apply to whistleblowers, 
while not targeting them specif-
ically: the Employment Contract 
Act prohibits unfair dismissal and 
the illicit reduction of employ-
ment conditions (but it is unclear 
whether protection on whistle-
blowing could be invoked); the 
Equal Treatment Act prohibits 
any kind of discrimination and 
states the official’s obligation 
to prove that, if the person who 
disclosed corruption was sub-
jected to unfair treatment, that 
treatment was not motivated by 
the disclosure; the Civil Service 
Act provides employees with the 
right to claim compensation from 
their employer if they have been 
punished or illegally dismissed 
from office; the Penal Code; the 
Public Service Act (PSA); the 
Witness Protection Act; and the 
Administrative Procedure Act 
(APA).
On the private sector, the law 
states that “the principles provid-
ed for in this section also apply in 
the case of notification of an inci-
dent of corruption occurred out-
side  the  performance  of  public  
duties” but it is unclear how it ap-
plies and is enforced.
There is no specific form of 
protection on WB in the private 
sector, other than employment 
contracts or general acts against 
retaliation. 
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The circular of 31 January 2018 of 
the Ministry of Justice for the har-
monious application of the Sapin 
II Law provisions of criminal law.
Many decentralised administra-
tions, including local authorities, 
adopted the necessary soft law 
instruments for implementing De-
cree no. 2017-564 (set up proce-
dures for collecting alerts made 
by whistleblowers) (administra-
tive notices, circulars).

French Anticorruption Agency 
(AFA) Guidelines to help private 
and public sector entities prevent 
and detect corruption, influence 
peddling, extorsion by public of-
ficials, unlawful taking of interest, 
misappropriation of public funds 
and favouritism, published in the 
JORF n°0295, 22 December 2017.

There are no soft laws in Slovenia, 
with the exception of the Code of 
Ethics of Slovene Public Servants, 
which is more a moral code than a 
legally binding document. Article 
12 of the Code imposes a require-
ment on administrative bodies to 
ensure that public servants who 
report violations of the code or 
other criminal offences shall not 
suffer any kind of damage. 

The code states that administra-
tive bodies must ensure that pub-
lic servants, who report in good 
faith any kind of irregularity or 
a criminal offence, are protect-
ed from threats and similar acts 
which endanger the performance 
of public tasks. 

No soft law. There is no central 
supervisory authority responsi-
ble for WB or transparency. The 
public accounts office (Rech-
nungshof) has very limited rights 
to audit public bodies or political 
parties. It may give recommenda-
tions but they are not binding.

There are general acts that relate 
to whistleblowing, but no specific 
guidelines on whistleblowing. The 
main issue is the missing legisla-
tion. The main piece of legislation 
that relates to WB stems from 
ACA, which is an anti-corruption 
act, not a WB act.
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Whistleblowers are defined by 
law as natural persons who dis-
close or report, in a disinterested 
and good-faith manner, a crime 
or misdemeanour, a serious and 
manifest breach of an internation-
al commitment duly ratified or 
approved by France, a unilateral 
act of an international organisa-
tion taken on the basis of such 
an undertaking, the law or the 
regulations, or a serious threat 
or prejudice to the general inter-
est, of which they have personal 
knowledge. Exceptions: informa-
tion covered by national defence 
secrecy, medical secrecy, profes-
sional secrecy of lawyers.

Whistleblowers are only implicitly 
defined by law as any person who 
may report instances of corrup-
tion in a state body, local commu-
nity, a holder of a public authority 
or other legal persons governed 
by public or private law, or prac-
tice by a natural person which he 
believes contains elements of cor-
ruption, to the Commission or to 
any other competent body.

No specific legal definition. Whis-
tleblowers are only referenced in 
the Securities/Stock Exchange 
Act and in corporate law as per-
sons who report secret informa-
tion from their professional envi-
ronment that should be available 
for public scrutiny or discussion. 
These may be various acts of bad 
management, crimes or threats 
of which the whistleblowers are 
aware, often through their posi-
tion or activity.

Not defined by law. Whistleblow-
ers are public officials who report 
corruption regarding other public 
officials, in the context of per-
forming public duties and even 
outside that context.
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Public and private sectors

The scope of protection is 
very broad and extends not 
only to public companies 
and state administrations 
but also to private com-
panies. Any person may 
report instances of corrup-
tion in a state body, local 
community, by a holder of 
a public authority or oth-
er legal persons governed 
by public or private law, or 
practice by a natural person 
which they believe contains 
elements of corruption, to 
the Commission or to any 
other competent body. 

Public and private sector

PUBLIC SECTOR: A number of pub-
lic authorities provide either contact 
details or ICT enabled reporting sys-
tems for whistle-blowers targeting 
specific areas (external whistleblow-
ing): BMI (Austrian Ministry of the 
Interior) focuses on reports of cor-
ruption and malpractice (in office) 
and it heads the subdivisions BKA, 
BVT and BAK; WKStA – Economic 
and Corruption Prosecutor, which 
provides a full reporting system with 
emphasis on corruption, economic 
criminal matters, social benefit fraud, 
balance and capital market offences 
and money laundering; FMA - Finan-
cial Market Supervision Authority in 
Austria, uses the same reporting sys-
tem as the WKStA and deals with vi-
olations of regulatory compliance by 
companies; BWB – Federal Compe-
tition Authority, specialises in viola-
tions of antitrust and cases of abuse 
of market power. 
PRIVATE SECTOR: Individual banks, 
large enterprises and multinational 
companies have started to imple-
ment internal whistleblowing sys-
tems to fulfil compliance procedures 
and good practice recommenda-
tions.

Public sector 

Estonia has no specific desig-
nated piece of legislation on 
whistleblowing. It has, howev-
er, a few normative acts that 
apply to public authorities 
and institutions of the central 
and local public administra-
tions, apparatus of the Parlia-
ment, working apparatus of 
the Presidential Administra-
tion, working apparatus of the 
Government, autonomous ad-
ministrative authorities, public 
institutions of culture, educa-
tion and health, national state-
owned companies and other 
public sector representatives.
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Public and private sectors

Both private and public sectors are cov-
ered by the provisions of the Sapin II Law. 
The duty to put in place a whistleblowing 
internal channel applies only to:
- legal entities under private law with at 
least 50 employees; 
- legal entity under public law with at least 
50 employees and agents; 
- state administrations;
-xdepartments; regions; municipalities 
with more than 10,000 inhabitants; estab-
lishment of inter-municipal cooperation 
with its own tax system for a municipality 
of more than 10,000 inhabitants.

An official can report any 
kind of unethical or illegal 
conduct in their sphere of 
work. 
The Integrity and Preven-
tion of Corruption Act ex-
tends its protection to an-
yone who reports any kind 
of corruptive behaviour. 
Therefore, the protection 
is applied to employees, 
consultants, suppliers of 
the public administration 
and all others. Protection 
of whistleblowers is also ex-
tended in the Civil Servants 
Act and the Employment 
Relationship Act. 

Depending on the legislation, pro-
tection is granted to: 
- civil servants; 
- financial sector employees repor-
ting on insider trading, market ma-
nipulation, money laundering and 
terrorist financing; 
- all citizens reporting corruption via 
an online platform; and 
- employees in the private sector re-
porting on environmentally harmful 
substances.

Estonia grants protection to 
public sector whistleblowers 
who report on corruption, in-
cluding employees, consult-
ants, suppliers, temporary and 
former employees. 

Moreover, the ACA also ap-
plies to public officials - per-
sons holding an official posi-
tion for the performance of 
public duties regardless of 
whether they perform their 
duties permanently or tempo-
rarily, for payment or not for 
payment, while in service or 
engaged in freelancing or un-
der a contract, by election or 
appointment. 

Every individual satisfying the condi-
tions of the Sapin II Law (good faith, dis-
interested reporting, respect of reporting 
channels) is covered by the definition of 
whistleblower. However, by interpretation 
of the Constitutional Court, the duty to 
respect the reporting channels applies to 
alerts occurring in the working field. As 
a consequence, the following workers 
must respect the reporting channels in 
order to benefit from the Sapin II protec-
tion: public officials, holders or contract 
staff belonging to the structure; trainees 
and apprentices; external and occasion-
al collaborators of the administration, 
bodies or communities concerned, such 
as a voluntary user of the public service 
who actually participates in its execution, 
either as a reinforcement or by substi-
tuting a public official; local law officials 
employed by the State’s public adminis-
trations and agencies abroad. 
No authority is appointed to deliver the 
status of whistleblower (self-assessment 
regime). The person accused by the alert 
has the right to the protection of his/her 
confidentiality (art. 9-I Sapin II Law).
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The main channel for re-
porting corruption is a 
state institution – Com-
mission for the Pre-
vention of Corruption 
– which has the sole 
purpose of preventing 
and fighting corruption. 
Corruption can also be 
reported to the police. 

At the whistleblower’s 
request, the Commission 
and other competent 
authorities shall notify 
the whistleblower of the 
measures or the course 
of action taken in this 
respect. This provision 
shall not encroach on 
the whistleblower’s right 
to inform the public of 
the corrupt practice in 
question.
An official person can re-
port directly to the supe-
rior or a person author-
ised by the superior as 
well as to the Anti-Cor-
ruption Commission.

Reporting corruption 
to the courts directly is 
not possible; however, 
it is possible to report 
criminal offences (when 
a case of corruption be-
comes a crime) directly 
to the State Prosecu-
tor’s Office.
There is a limited re-
quirement for employers 
to implement an internal 
whistleblowing mecha-
nism.

Legal obligation to set up reporting 
channels.

Three possible entities may serve 
as a contact for whistleblowers: the 
BMF accommodates all sections 
concerning taxes, customs, an-
ti-fraud, and financial police and is 
therefore the prior contact for the 
BWB and FMA; the WKStA is locat-
ed in the BMVRDJ (Federal Ministry 
of Constitution, Reforms, Deregu-
lation and Justice) and reports to 
the 1st instance of the general court. 
When the WKStA becomes active, 
the Regional Court for Criminal Mat-
ters in Vienna is responsible, even if 
there is no clear local jurisdiction; the 
BMI holds the FIU (Money launder-
ing reporting unit) which is located 
at the financial investigation office at 
the BKA. This is the contact partner 
for professional groups (i.e. account-
ants and auditors). 

Specific disclosures can be made to: 
the Federal Bureau of Anti-Corrup-
tion for disclosures regarding cor-
ruption (‘FBAC’); the Austrian Office 
of Prosecution for Economic Crime 
and Corruption for the disclosure of 
economic crimes, through their web-
site; and the Public Prosecutor’s Of-
fice, specifically for the disclosure of 
economic crimes and corruption. 
In general, companies are not re-
quired to implement whistleblow-
ing mechanisms. There is no general 
requirement to disclose internally 
before external disclosures can be 
made. 
In the financial sector, entities are re-
quired to implement disclosing pro-
cedures. Employees can make exter-
nal disclosures regarding corruption 
and white-collar crimes to a public 
channel. Disclosures regarding envi-
ronmental cases can be made to the 
Environmental Agency and Federal 
Ministries.

There is no overarching 
body/authority appointed 
to receive and investigate 
disclosures by whistle-
blowers. 

There is no requirement to 
set up reporting channels. 

Estonia lacks a clear and 
comprehensive framework 
for whistleblower protec-
tion. Specific and adequate 
reporting channels are yet 
to be implemented. 
The Anti-Corruption Act 
states that disclosures 
of corruption can be ad-
dressed to agencies per-
forming public duties, their 
officials, persons supervis-
ing agencies, persons con-
trolling declarations or bod-
ies conducting proceedings 
concerning an offence. Cas-
es of corruption can also be 
reported through a hotline 
and website linked to the 
Government’s anti-corrup-
tion website or the Estoni-
an Police and Border Guard 
Board, through an anony-
mous line or by e-mail. 
The ACA does not foresee 
or regulate other channels 
of disclosure such as the 
media or NGOs.

Legal obligation to set up reporting channels.

Alert channels in the working context. The or-
dinary reporting procedure has three report-
ing levels (an alert must be reported in stag-
es): (1) (internal) to the employer, the direct 
or indirect superior or the designated “alert 
referent”; the duty to set up an internal chan-
nel applies to “large organisations”. There is no 
regulatory or legislative basis for determining 
the precise procedure to be followed for the 
internal alert of small bodies; (2) (external) to 
the competent judicial or administrative au-
thority or to professional bodies (if there is no 
reaction to the internal alert after a reasonable 
time limit (not defined by law, or by order; de-
fined by few implementation instruments); (3) 
public disclosure, after three months if there is 
no reaction from the previous channels, by in-
forming elected representatives, members of 
civil society and revealing to the media. 
The emergency procedure in cases of serious 
and imminent danger or in the presence of a 
risk of irreversible damage > the alert may be 
brought directly to the attention of the com-
petent external authority. It can be publicly 
disclosed. The Legislator has not clarified if this 
is an alternative (“or”) or a cumulative faculty 
(“and”). “External authorities” are not spe-
cifically defined by law. The following may be 
considered as external authorities: the judicial 
and administrative authorities, professional 
orders, the High Authority for the Transpar-
ency of Public Life, the French Anti-Corrup-
tion Agency; the Human Rights Defender, who 
will refer the whistleblower to the appropriate 
body to receive the report, and whom investi-
gative competences could help to establish the 
person’s rights (mediation to avoid litigation or 
support to the judge’s work in case of litigation); 
the National Commission on Ethics and Health 
and Environment Alerts; the Prudential Super-
visory and Resolution Authority; the Financial 
Markets Authority  and others depending on 
the sector.                                                    
Alert outside the working context: unclear; 
Human Rights Defenders are appointed to give 
guidance (NGOs such as Transparency Inter-
national France and most recently the “House 
for Whistleblowers” (Maison des Lanceurs 
d’Alerte) can also give advice. The House also 
offers technical support in securely sharing in-
formation and moral and psychological support, 
if required. Moreover, in some cases, it can pro-
vide financial support from the donation fund.
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Confidentiality is guaranteed 
(of identities and information). 
The obligation to protect the 
confidentiality of whistleblow-
ers must be understood in the 
sense of its two components: 

- the prohibition on disclos-
ing any information relat-
ed to the alert (the whistle-
blower’s identity, information 
subject to alert, the identity 
of the accused person in the 
context of the alert). The ob-
ligation does not apply if the 
whistleblower consents to the 
disclosure of his identity or if 
the disclosure is made to the 
judicial authority. Any breach 
of confidentiality can lead to a 
two-year prison sentence and 
a €30,000 fine. 
- the compliance with French 
law on the protection of 
personal data as regards the 
processing of personal data 
recorded within the reporting 
system (data protection). 

Confidentiality is guaranteed.
The State Prosecutor, the Police and the 
Court will safeguard the whistleblow-
er’s identity, unless his identity must be 
disclosed to safeguard the right of a de-
fendant to a fair trial, and if revealing his 
identity will not endanger the whistleblow-
er or his family. The identity of the whis-
tleblower who reports in good faith and 
reasonably believes that the information 
he provides on the report is true, which 
will be assessed by the Commission, shall 
not be established or disclosed. Only the 
court may rule that any information about 
the reporting person(s) and their identity 
be disclosed if this is strictly necessary in 
order to safeguard the public interest or 
the rights of others. The Commission for 
the Prevention of Corruption protects the 
applicant by granting him a pseudonym. 
The provisions of the law regulating access 
to public information shall not apply to 
documents, files, records and other doc-
umentary material relating to a procedure 
conducted by the Commission with regard 
to the reported suspicion of corruption 
until the procedure before the Commis-
sion has been concluded.  The Media Act 
states that the journalist has the right to 
non-disclosure of the source unless bound 
by criminal legislation. The Criminal Proce-
dure Act also contains provisions on safe-
guarding the identity and personal data of 
a witness if there is a justified danger to 
the life of a witness or the life of his/her 
close relative, the testimony of the witness 
is relevant to the criminal proceedings, the 
witness demonstrates a sufficient degree 
of credibility, the interest of fairness and 
the successful conduct of criminal pro-
ceedings outweighs the interest of the de-
fence in order to become acquainted with 
the identity of the witness.

Confidentiality is guaranteed 
and no penalties are speci-
fied. 
The whistleblower may re-
main anonymous when using 
the electronic communication 
system offered by the public 
authorities and some private 
corporations. However, in 
terms of legal proceedings, 
whistleblowers will, in all like-
lihood, have to disclose their 
identity as they will be named 
as a witness in criminal court 
proceedings and their names 
will be disclosed to the law-
yers representing the defend-
ant.

Confidentiality is guaranteed if 
whistleblowers report on cor-
ruption.

The whistleblower’s identity shall 
remain confidential and may only 
be disclosed with the written con-
sent of the notifier. If the notifier 
is involved as a witness in the pro-
ceedings concerning the offence, 
the provisions of the proceedings 
are applied without violating con-
fidentiality.
The ACA guarantees the whis-
tleblower’s anonymity when re-
quested. If there is a risk that the 
source will be revealed, the inves-
tigation will be ceased and the in-
vestigators will attempt to gather 
the disclosed information through 
other means. However, this is 
not the case if the whistleblower 
knowingly discloses false infor-
mation; such disclosures could 
also lead to punishment accord-
ing to the Penal Code.
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Anonymous reporting is not 
forbidden by Sapin II but 
anonymisation is not rec-
ommended by the CNIL, the 
Human Rights Defender or by 
any other authority.

Disclosures to the Anti-Corruption Com-
mission can be made anonymously.

The offences mentioned in 
Art. 20 in StPO can be re-
ported anonymously via the 
internet-based whistleblower 
systems. The BMI (BKA, BVT, 
BAK), as well as the BWB, can 
be approached anonymously.

The law does not accept or pro-
hibit anonymous disclosure.
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Prohibition on any sanction 
measure and any other meas-
ure of direct or indirect dis-
criminatory nature against a 
person who has reported the 
facts involved in the definition 
of whistleblower (retaliation). 
In the event of such measures 
being taken, they are void by 
law. The competent judges 
may order the reinstatement 
of an employee or agent who 
has been dismissed, not re-
newed or reinstated without 
regard to the provisions pro-
hibiting discriminatory meas-
ures. 

If the employee does not re-
quest reinstatement or if 
reinstatement is impossible, 
the judge grants him/her an 
indemnity, at the employ-
er’s expense, in an amount at 
least corresponding to his/her 
salary for the last six months. 
No criminal liability in the 
event of a breach of profes-
sional secrecy.

The interim relief procedure 
is available to suspend dis-
missal. 

There is a prohibition on retaliatory 
measures against the whistleblower. If 
such measures have already been taken, 
the Commission shall demand that this 
conduct is discontinued. 

If the Commission’s demands are not re-
spected and if natural persons or legal per-
sons do not follow the provisions of this 
act, article 77 and 78 provide the list of 
minor offences that can be attributed to 
natural persons and legal persons.
There is the right to claim compensation 
for the unlawfully caused damage. 
The Employment Relationships Act prohib-
its sexual and other harassment and bully-
ing in the workplace, and also protects the 
worker’s dignity at work. It states that the 
contract cannot be legally terminated as 
a retaliatory measure against the whistle-
blower; this kind of contract termination is 
illegal and would, therefore, be a ground 
for a lawsuit and monetary compensation 
to the whistleblower.
The Civil Servants Act establishes a princi-
ple of non-harassment.

The Integrity and Prevention of Corrup-
tion Act envisages a full range of remedies 
with a focus on the recovery of losses and 
making the complainant whole. Amongst 
others, this includes interim and injunc-
tive relief, compensation for any pain and 
suffering incurred, compensation for loss 
of past, present and future earnings and 
status, etc. Whistleblowers in the public 
sector can also be transferred to another 
equivalent working position if their work-
ing conditions become unbearable.
Witness protection may be provided (arti-
cle 23, par. 6 of the Act). 

The Commission may provide assistance 
to whistleblowers to establish a link be-
tween negative consequences and retali-
atory activities. 

No comprehensive protec-
tion measures are envisaged. 

Protection against workplace 
retaliation and interim relief 
procedures may be offered 
based on alternative legisla-
tion: 

- Public sector: general defini-
tion “no disadvantage should 
be suffered”. Physical pro-
tection as guaranteed by the 
prosecution procedures. 
- Corruption: civil servants 
shall not “suffer any disadvan-
tages”.
- Financial sector: only intro-
duces reporting mechanisms 
and does not provide protec-
tion.
- Environmentally harm-
ful substances: “should not 
be penalised, harassed, or 
chased”.  

The FBAC offers protection 
for all disclosed behaviour 
within the scope of the FBAC, 
thus regarding economic 
crimes, such as corruption 
and money laundering.  

Contracts that violate morali-
ty are null and void. It may be 
possible to contest the termi-
nation of an employment con-
tract (dismissal/suspension), 
for example, due to whistle-
blowing, as it violates the ba-
sic principles of society. How-
ever, it is unclear how this will 
work in practice. 

No general whistleblower pro-
tection mechanism is in place. 

Protection may derive from al-
ternative laws: according to gen-
eral administrative law, if the WB 
is suspended, dismissed, trans-
ferred or appraised early within 
a certain timeframe, the act may 
be declared void. Private sector 
employees also have the right to 
contest potential harassment and 
sanctions (termination of employ-
ment contract, disciplinary meas-
ures) in a labour dispute com-
mittee or in court. This right is a 
general rule and does not specifi-
cally refer to harassment resulting 
from whistleblowing. 

The Witness Protection Act pro-
vides security protection for any-
one who qualifies as a witness. 
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The offence of obstructing the alert is 
punishable by imprisonment (one year) 
and/or by a criminal fine (up to EUR 
15,000).
Rather than €15,000, the fine is increased 
to €30,000 when the investigating judge 
or chamber receives an abusive libel 
complaint against a whistleblower.
A breach of the whistleblower’s confi-
dentiality can lead to punishment such 
as imprisonment of up to two years and 
a fine of up to €30,000 (individuals) or 
150,000 euros (legal entities). 
This sanction also applies for a breach of 
confidentiality of the person accused by 
the alert.
If a whistleblower acts in bad faith, he/
she may be held liable under tort law and 
face criminal or disciplinary sanctions, for 
example, slander (up to 5 years of im-
prisonment and a criminal fine of up to 
€45,000) or dismissal for fault.

An individual who attempts to estab-
lish the identity of the whistleblower 
who made the report in good faith or 
has reasonably believed that his in-
formation is true: a fine of between 
€400 - €1,200. The responsible per-
son of a State body, local community 
body, holder of public authority, and 
legal person governed by public or pri-
vate law who initiates a procedure for 
the establishment or disclosure of the 
whistleblower’s identity due to the re-
port having been filed by this person: 
between €400 - €4,000. The responsi-
ble person of a State body, local com-
munity body, holder of public authority, 
or other legal person governed by pub-
lic or private law who acts in a manner 
that has adverse consequences for 
the whistleblower, or takes retaliato-
ry measures against the whistleblow-
er: between €400 - €4,000. The re-
sponsible person of a State body, local 
community body, holder of public au-
thority, or other legal person governed 
by public or private law who fails to 
cease immediately imposing retaliato-
ry measures: between €400 - €4,000.  
The responsible person of a State body, 
local community body, holder of public 
authority, or other legal person gov-
erned by public or private law who fails 
to transfer a public servant without 
justification: between €400 - €4,000. 
Legal persons can be sentenced with a 
penalty from €400 to €100,000.

Not specified.

No sanctions are provided for 
retaliation against public sector 
whistleblowers. 
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The burden of proof is reversed from the 
whistleblower to the employer who al-
legedly subjected the employee to repris-
al measures because of the report being 
made. 
As soon as the person presents facts 
inferring that he/she is reporting facts 
constituting a crime, or that he/she has 
reported an alert under the terms of the 
Sapin Act, “it is up to the defendant, in 
view of the evidence, to prove that his/her 
decision is justified by objective factors 
unrelated to the declaration or testimony 
of the person concerned”. This provision, 
which applies to both civil servants and 
employees with private law contracts, is 
identical in the Defence Code and there-
fore also applies to the military. 

If a reporting person cites facts in a dis-
pute that give grounds for the assump-
tion that he has been subject to retal-
iation by the employer due to having 
filed a report, the burden of proof is on 
the employer. 

No reversal of 
the burden of proof. 

Courts shall apply a shared bur-
den of proof for the protection of 
the persons having reported an 
incident of corruption. 

A person referring or being part 
of a case in the courts shall state 
in his or her application the facts 
based on which he or she claims 
to have been subject to unequal 
treatment. If the person against 
whom the application was filed 
does not prove otherwise, it is 
presumed that the unequal treat-
ment was caused by the reporting 
of an incident of corruption.

 S
um

m
ar

y 
of

 th
e 

le
ga

l p
ro

vi
si

on
s 

in
 th

e 
M

em
be

r 
St

at
es

 
A

nn
ex

 1

29



         FRANCE                                    SLOVENIA                  AUSTRIA              ESTONIA   

No special authority has been appointed to 
evaluate the implementation of the provi-
sions of the Sapin II Law on whistleblowing.

No special authority has been appointed to 
evaluate the implementation of the provisions 
of the Sapin II Law on whistleblowing.
The implementation of the obligation to set up 
an internal channel according to the Decree of 
2017 is not followed by any sanction or special 
supervision. 
According to Art. 17-II Sapin II law the internal 
reporting procedure is one of the eight com-
pliance mechanisms (“compliance policy” or 
“anti-corruption plan”) concerning companies 
with at least 500 employees or with a turnover 
of more than  €100 million and public bodies 
with industrial and commercial functions (in 
French EPIC) or belonging to a public group 
with at least 500 employees and with a turno-
ver of more than €100 million.
The compliance policy may result from col-
laboration with the French Anti-Corruption 
Agency (AFA). 
The AFA published in the (French) Official 
Journal recommendations on the compliance 
policy, including recommendations on the in-
ternal alert mechanism (December 2017).
Although the compliance policy is a duty 
mostly concerning companies, the Municipal-
ity of Paris had decided to implement the re-
porting procedure as part of the compliance 
policy.

The Human Rights Defender is appointed to 
“guide” and “protect” whistleblowers. That 
means:
- verifying that the internal channel has been 
respected
- search to find the authority(ies) likely to be 
competent in the context of the external chan-
nel
- self-tasking in the areas for which he is com-
petent (child abuse, discrimination etc.)
- use his investigative powers in order to col-
lect evidence from the employer (looking for 
the link between a retaliation and an alert)
- work to have the whistleblowers’ rights re-es-
tablished (ask to cancel retaliation measures 
either via mediation or support to the judicial 
work with the results of the investigation).

State bodies, self-governing local commu-
nities, public agencies, public institutions, 
public economic institutions and public 
funds must, in accordance with this law, 
draft and adopt an integrity plan which 
includes, in particular, an assessment 
of the institution’s corrupt exposure, 
proposals for integrity improvements 
and measures for the timely detection, 
prevention and correction of risks to 
corruption. The Resolution on the Pre-
vention of Corruption in the Republic of 
Slovenia was adopted by the National 
Assembly at the Government’s proposal 
and aims at realistic, gradual and deliber-
ate measures to eliminate corruption.  The 
Commission monitors the implementa-
tion of the resolution on the basis of an 
action plan adopted by the Commission 
in conjunction with the measures taken in 
the resolution within three months from 
adopting the resolution or its amend-
ments. When implementing the resolution 
and plans for its implementation, the Com-
mission cooperates with public and private 
sector organisations, non-profit private 
law organisations in the field of corrup-
tion prevention, and with citizens. Art. 53 
of the Integrity and Prevention of Corrup-
tion Act demands that the public sector 
has an action plan. The action plan for the 
implementation of the public sector reso-
lution shall be reported to the Commission 
by the end of February each year on the 
activities for implementing these meas-
ures in the previous year. Within 3 months 
after receiving these reports, the Commis-
sion shall draw up a report on the imple-
mentation of the resolution, indicating key 
achievements, problems, risk factors and 
performance appraisal, and shall include 
it in the annual report. In the absence of 
measures from the action plan for the im-
plementation of the resolution, the Com-
mission may propose to the competent 
authority, against the persons responsible 
for the implementation of the measures, 
the establishment of liability.

There is no overar-
ching authority ap-
pointed to receive 
and investigate 
disclosures made 
by whistleblowers.

3 institutions in-
volved who coop-
erate: BMI – BMF 
– BMVRDJ. Their 
task is to investi-
gate the cases but 
none of them is re-
quired to protect 
the WB. They are 
all obliged to han-
dle data and infor-
mation according 
to the DSGVO and 
therefore to keep 
the whistleblowers 
anonymous.

There is no overarching 
authority appointed to 
receive and investigate 
disclosures made by 
whistleblowers.

A selected anti-cor-
ruption parliamentary 
committee exercises su-
pervision over the imple-
mentation of anti-corrup-
tion measures, discussing 
potential incidents of cor-
ruption involving officials 
and assessing them.

No institution/agency 
dealing with whistleblow-
ing and no public policy 
or monitoring strategy; 
the number of cases and 
their outcome remains 
unknown. The only official 
records and data known 
are registered by the 
Central Criminal Police 
where corruption-related 
case reports through a 
hotline are counted but 
it is unknown how many 
originate from whistle-
blowers.

The Ministry of Justice 
coordinates the anti-cor-
ruption policies. A select 
anti-corruption parlia-
mentary committee per-
forms supervision over 
the implementation of 
anti-corruption meas-
ures, discussing potential 
of corruption incidents 
involving officials and as-
sessing them.
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