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1.  Introduction
The subject of this report is the comparative analysis 
of the open data policy and its implementation, with a 
focus on public procurement in seven Member States 
(MS) of the EU: Italy, Austria, Estonia, France, Ireland, 
Romania, and Slovenia.

There is no common policy at EU level on open data 
in general and specifically on public procurement, and 
the MS have reached a very different level of open data 
maturity. Moreover, notwithstanding the Directive on 
public procurement, the issue of procurement open-
ness is not found under a common EU legal/policy um-
brella.

The report not only focuses on the legal framework of 
the seven countries but also provides some insights on 
the implementation of open data at public administra-
tion level (1). The annex contains a table showing the 
main legal provisions, giving the reader further details 
on each country’s legal framework.

2.  Definition and Context
In general, open data is not defined by law. However, 
three key elements identify open data across countries: 
free access and availability, free-of-charge data re-use, 
and the publication of data being in the public interest.

In Italy there is a legal definition (2) which refers to the 
characteristics of the data. 
Accordingly, open data are data having the following 
characteristics:
1) they are available under the terms of a licence or 
a regulatory provision, allowing them to be used by 
anyone, even for commercial purposes, in disaggrega-
ted format;
2) they are accessible through information and com-
munication technologies, including public and private 
data networks, in open forms, suitable for automatic 
use by computer programmes and provided with the 
relevant metadata;
3) they are made available free of charge through in-

formation and communication technologies, including 
public and private telematic networks, or they are 
made available with marginal costs incurred for their 
reproduction and dissemination.

However, as emphasised in the French report, open 
data is also a movement consisting of “mettre à dispo-
sition des citoyens, des acteurs de la société civile et 
de l’économie, les données produites, collectées ou 
détenues dans le cadre d’une mission de service public 
et d’en autoriser la réutilisation à des fins privées ou 
commerciales” (3).

The rationale of open data is related to the transparen-
cy and accountability of the public administration. In 
the words of former US President Barack Obama: “Go-
vernment should be transparent. Transparency promo-
tes accountability and provides information for citizens 
about what their government is doing” (Obama, 2009). 

(1)  The analysis of the implementation at public administration level does not include Ireland.

(2) See Article 1 of the so-called Digital Administration Code, Legislative Decree 7 March 2005, no. 82

(3) Conseil national du numérique, Avis n°2015-3 relatif au projet de loi pour une République numérique, 30 November 2015, 
p. 3. In English: “making available to citizens, civil society and economic actors, the data produced, collected or held as part 
of a public service mission and authorising their reuse for private or commercial purposes”.
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(4) Communication from the Commission to the European Parliament, the Council, the European Economic and Social Commit-
tee and the Committee of the Regions “Making Public Procurement work in and for Europe”, COM/2017/0572 final

(5) Communication (…) “Making public procurement work in Europe”, COM (2017) 572 final, p.10.

(6) The OGP is a multilateral initiative that aims to secure concrete commitments from national and sub-national governments 
to promote open government, empower citizens, fight corruption, and promote new technologies to strengthen governance. It is 
rooted in the idea of multi-stakeholder collaboration; therefore, the steering committee, which oversees all the activities, includes 
representatives of governments and civil society organisations.

3.  Laws and Policies
Among the studied countries, Slovenia is the youngest 
democracy and the only one with the right to infor-
mation of public nature enshrined in its Constitution. 
On the opposite side, there is Austria, whose 1922 Con-
stitution still includes amtsgeheimnis (official secrecy) 
protecting administrative and government information 
from disclosure. This polarisation is further confirma-
tion that the openness of the public administration is 
a principle which is still in its infancy and, in general, 
open data as a principle has come across strong re-
sistance by the public administration itself until very 
recently, and is today facing the challenge of its full 

implementation.

Aside from Austria, all countries (some more explicitly, 
i.e. France, Italy and Estonia) have opted for the princi-
ple of open data by default and enacted a Freedom of 
Information Act.  

Estonia and Romania are the forerunners, given that 
their Freedom of Information legislation dates back to 
the beginning of the century. Earlier or later, all of the 
studied Member States joined the Open Government 
Partnership (OGP) (6), except for Austria and Slovenia.

The justification is, therefore, much broader than me-
rely the fight against corruption. However, as highli-
ghted in the most recent Communication from the 
Commission on Public Procurement in Europe (4): “the 
digital transformation, the growing wealth of data in 

Promising practice

In February 2019, Romania updated its Guide for the publication of open data for public institutions, including a methodology 
for publishing open data. The Government’s General Secretariat prepared the methodology on open data publishing as part of 
the EU co-funded project “Increasing the quality and quantity of published open data in the public sector”. The report under-
lines the evolution of open data initiatives in Romania. It acts as a road map for public institutions in publishing open data by 
explaining the terminology, reviewing the legislation, and presenting the legal obligations imposed by Romania in this domain.

It reviews the institutional procedures on publishing open data in Romania, while including sets of recommendations for local 
and central authorities in this area (e.g.  criteria for data standards, type of data to be published, criteria to describe what kind 
of data should be granted publishing priority within local public entities: budget, public procurement, building permits, transport 
schedule, public services – nurseries, schools, parks, hospitals – authorisations, public safety and criminality, food safety, etc.).
The methodology emphasises that the current trend at EU level is to prioritise data quality, not only data quantity, as they must 
correspond to certain rules: technical (machine-readable format and free and open source software), legal (licensed), available 
and easy to access, reusable and accessible for everyone, while encouraging the use of API (Application Programming Inter-
faces) in publishing dynamic sets of data (e.g. on air quality, pollution levels, traffic). This type of dynamics should also apply to 
Romania, although setbacks have occurred in recent years. 

The report explains in a user-friendly way the characteristics of the Romanian open data portal, www.data.gov.ro, the process 
of publishing open data, the types of open data, and the characteristics of open data. Thus, the methodology also addresses 
the general public and civil society organisations that could monitor the implementation of open data legislation in Romania.

Unfortunately, the publication of open data for public institutions is not compulsory but it is only recommended. This could se-
riously hamper the implementation of this promising methodology.

general and the availability of open data standards of-
fer opportunities to create better analytics for needs 
driven policy-making and warning systems to signal 
and tackle corruption in public procurement” (5) .

Italy and France have specific rules to provide open 
data on public procurement. In Italy, most of the provi-
sions are found in the anti-corruption and transparency 

laws, while the regulations in France are found in the 
Public Procurement Code.
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4. Areas of Disclosure
The open data by default principle does not mean that 
public entities voluntarily disclose all data. The informa-
tion must be open to access, but not all information has 
to be published without request. For example, Slovenia 
requires all public entities to publish on the website a 
catalogue of public information. Ireland does not define 
a list of information that has to be published but en-
courages the publication of all data on the national data 
portal. Estonia has a comprehensive definition of public 
information: information recorded and documented in 
any manner and on any medium, obtained or created 
upon the performance of public duties. However, this 
does not provide an obligation to publish all public in-
formation. 

Data must be published on public administration web-
sites in Romania, Estonia, Slovenia, France, and Italy. In 
addition, Romanian and Slovenian legislation requires 
the publication of data on the national data portal. To 
avoid excessive fragmentation over thousands of public 
websites, Italy has also arranged for data to be publi-
shed in national themed databases which are managed 
by different branches of the public administration or au-
thorities (7). The link between these databases and the 
Italian national data portal is still unclear. The same risk 
of dispersal is found in France. For public procurement 
data, the Directorate General of Public Finance (DGFiP) 
has proposed that the local authorities automatically 
“feedback” the essential data to a government depart-
ment which will then automatically publish this data on 
the national open data portal.
Ireland requires publication on the national data portal 
but not on the websites of each public administration.

Although, in Austria, there is no right to information, 

some data are provided to the public. Cooperation OGD 
Österreich has implemented a platform where data – 
provided by cities (Vienna, Linz, Graz, Salzburg) and the 
Bundeskanzleramt (Chancellor’s Office) – is coordinated 
and forwarded to the European Data Portal (8).

Italy and France define by law what is subject to manda-
tory publication. In Italy, public entities have a general 
duty to publish data on: the organisation and activity 
of the public administrations; the use of public resour-
ces; the performance offered and the services provided 
by the public administration; on particular sectors (9) 
. Conversely, France defines the obligation to publish 
taking into consideration the size of the public admini-
stration, focusing on the practical feasibility of the obli-
gation, which is completely absent in the Italian system. 

Every country, except Austria, is subject to the obliga-
tion to disclose upon request. The national FOIAs de-
fine the exceptions provided to protect legally relevant 
interests, such as national security, public order, criminal 
investigations, regular performance of inspection activi-
ties and personal data protection. Interestingly, Slovenia 
(10) and France have the obligation to disclose online 
upon request, making the information, once requested, 
publicly available to everybody.

In terms of public procurement, the publication of in-
formation on the awarded contracts is guaranteed in all 
countries. Estonia, Romania, Italy, and France have spe-
cific rules that oblige to publish most or all the admini-
strative acts enacted in a public procurement procedure 
(such as contract notices, contract information, names 
and CVs of the appointed member of the selection com-
mittee, selection committee’s decisions, etc.).

(7) For example, the national public contracts database which is managed by the National Anticorruption Authority and the 
database of public administrations manage by the Ministry of Finance.

(8) The European Data Portal (www.europeandataportal.eu) is a European portal that harvests metadata from public sector 
portals throughout Europe as well as from the European institutions. This is a pan-European repository of PSI open for re-use 
in the EU

(9) See articles 37-42 legislative decree no. 33/2013.

(10) In Slovenia there is an obligation to publish online if data are requested three times.

Promising practice

Romania requires the mandatory publication on SICAP – the Electronic System for Public Procurement managed by the Agen-
cy for Romania’s Digital Agenda (AADR). SICAP is an online platform allowing each Romanian contracting authority to publish 
bids electronically. It has replaced the old system SEAP, which had been used for the last ten years.
The system is available both in Romanian and English and is based on the newest technologies and has high-performance data 
storage solutions.

The open-access area of the system contains a large bulk of datasets for public procurement, including:
• Data on the contracting authority;
• Data on the type of services/goods/works involved in the public procurement;
• Details on each step of the procedure and the procedure type;
• Estimated value of the contract;
• Data on the bidders; 
• Details of the winning offer, name of the winning supplier and final cost of the contract. 
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In addition, the programme encompasses aggregated sets of data by public procurement sectors (e.g. agriculture, transport, 
construction, etc.) and procedure statistics by counties (the type of public procurement, the number of contracting authorities, 
the number of public procurements for each contracting authority, registered suppliers, etc).  Thus, every citizen can easily anal-
yse the public procurements initiated at the level of one small municipality or the total value of public procurements by sector.

Figure no. 1 
Homepage of the SICAP platform.

Italy legally defines the publication obligations con-
cerning public procurements, requiring public adminis-
trations and contracting authorities to publish on their 
institutional websites, in the “Transparent Administra-
tion” section, “Call for Tender and Contracts” sub-sec-
tion, the following information:

• contracting authority;
• subject of the invitation to tender;
• list of operators invited to submit tenders; 
• winning contractor;
• amount of the award; 
• time needed to complete the work, service or supply; 
• amount of sums paid;
• all deeds of the contracting authorities/entities, if not 
considered significant or secret, relating to:

• transcripts of the financial management of the con-
tracts, once the execution has ended.

All data in the ‘Transparent Administration’ section of 
the website should be public, freely available in an open 
format and capable of being used and re-used with the 
only obligation being to cite the source. The practical 
implementation (see par.9) reveals that there is great 
variety across public administrations as to how data 
are published; this seriously hampers the openness of 
the data. In addition, once a year, a summary table of 
the contracts awarded during the year is published in 
an open standard digital format (so-called 190 XLM).

4

> planning of works, services, and supplies;
> procedures for entrusting public contracts of ser-
vices, supplies and works, of public design compe-
titions, contests of ideas and concessions, including 
those between entities in the public sector frame-
work as indicated in Article 5; 

> composition of the selection committee and the 
curricula of its members.



In March 2019, France established the obligation to publish a minimum set of data on public contracts above EUR 25,000. The 
new provision also involves formats, standards, and nomenclatures (see next paragraph). The essential data are:

• unique identification number of the public contract;
• notification date of the public contract;
• publication date of the essential data of the initial public contract;
• name of the buyer or agent in the case of a group;
• ID number of the buyer or agent (SIRET number) in the case of a group;
• nature of the public contract corresponding to one of the following indications: contract, partnership contract, framework 
agreement, subsequent contract;
• subject of the public contract;
• main code of the Common Procurement Vocabulary (CPV), as envisaged by Regulation EC/213/2008;
• award procedure used, corresponding to one of the following: adapted procedure, open invitation to tender, restricted in-
vitation to tender, procedure with negotiation, competitive dialogue, public contracts awarded without prior advertising or 
competition;
• name of the main place of execution;
• identifier of the main place of execution, in the form of a postal code or an INSEE code;
• duration of the initial public contract in number of months;
• fixed or estimated maximum amount excluding VAT in Euros;
• form of the public market price corresponding to one of the following: firm, firm and updatable, revisable;
• name of the holder or holders of the public contract;
• registration number(s) of the holder(s) in the Register of Companies and their establishments, envisaged by Article R. 123-220 
of the French Commercial Code, failing which the intra-Community VAT number where the registered office is domiciled in a 
Member State of the European Union other than France or the number in force in the country where the registered office is 
domiciled outside the European Union;
• any amendment of public contracts with some essential information (e.g. the date and reason for the amendment; the mod-
ified duration of the contract).

Promising practice

5. Data Standard
Data standardisation is central to facilitating the pro-
cessing and analysis of data. Unfortunately, standard-
ised data is not yet an obligation in all Member States 
and for all documents.

The legislation in Romania and Italy does not lay down 
a legal obligation to standardise. In Italy, there is a gen-
eral obligation to guarantee the quality of information 
and some operational suggestions to make the data 
easy to consult (e.g. the presentation in table format 
is suggested). At the same time, Romanian legislation 
recommends publishing in a standard format. In Italy, 
the data standard must be enacted by the National 
Anti-Corruption Authority. In both countries, this lack 

of rules has resulted in datasets that vary significantly 
between public institutions and are often published in 
non-machine readable format.
The obligation to publish data and metadata in compli-
ance with the best possible open data formats, includ-
ing up-to-date versions and machine-readable formats, 
could be severely hampered in Estonia and Slovenia by 
a tiny, but very significant exception. 

In Slovenia, the obligation to publish in the best avail-
able open data format is envisaged except when this 
requires a “disproportionate effort beyond a standard 
procedure” and in Estonia “only when it is possible and 
appropriate.”

Promising practice

The Irish Open Data Technical Framework sets out a planned and structured approach to the publication of datasets as Open 
Data on the national portal.
It provides guidance on the following five key areas:
- open data licence: data and metadata published on data.gov.ie must be associated with the Creative Commons Attribution 
(CC-BY) Licence, as a minimum.
- recommended formats for open data: data published on data.gov.ie must be at least machine-readable and in an open format 
(3-star Open Data), e.g. CSV, JSON or XML.
- recommended metadata schema for open data: data published on data.gov.ie must be compliant with DCAT-AP, - recom-
mended standards for open data: data published on data.gov.ie should use national and international data standards, where possible.
- Unique Resource Identifiers: data published on data.gov.ie should use Unique Resource Identifiers, where possible.
When publishing Open Data, public bodies should first try to reuse international standards and they may only use national 
standards if international standards are unavailable or unsuitable.
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Promising practice

In March 2019, France established formats, standards and nomenclatures for publishing a minimum set of data related to public 
contracts above EUR 25,000. 
They are defined in Annex 15 of the Public Procurement Code.
The following infographic explains in brief which data are published, how, for how long and for what purposes.
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6. Personal Data Protection
All of the studied Member States envisage the protec-
tion of personal data via anonymisation or restriction 
on use. The legislations have recently been amended 
to comply with the General Data Protection Regula-
tion (GDPR). 

The obligation to publish and its limitations are con-
tained in different legal texts and the legal framework 

appears to be quite complex. 

It will take more time to evaluate if open data and per-
sonal data protection are correctly balanced across 
the countries. However, data protection must not be 
identified as an obstacle to the openness of the public 
administration.

7.  Supervisory Authority
All of the Member States, except Austria, have some 
bodies with coordination duties, but their role varies 
across the countries.

France, Ireland, and Italy (11) have national authorities 
that design the open data strategy, govern it, are re-
sponsible for OGP and somehow support the imple-
mentation of open data within their countries. How-
ever, none of the MS have a fully-fledged open data 
authority which supervises and guarantees compliance 
with open data standards. France, Estonia and Slovenia 
have authorities which supervise and control access to 
public documents (12).

In Italy and Romania, open data also falls within the 
framework of the fight against corruption. In Italy, the 
National Anti-Corruption Agency controls the obliga-
tion related to transparency and access to documents. 

In Romania, the National anticorruption Department 
does not have any control function. In addition, there is 

the General Secretariat of the Government in Romania, 
an authority that promotes and coordinates the adop-
tion of open data policies, but without power to guar-
antee compliance.
Moreover, the legislation in Romania and Italy estab-
lishes that an individual must be appointed within each 
administration to supervise, among other tasks, the 
publication of data.

With regard to supervision on the openness of public 
procurement data, the authorities are only the same in 
Italy and Romania, due to the partial inclusion of open 
data in the anti-corruption strategy. In Ireland, there is 
almost no interaction between the public procurement 
office and governance of the open data portal.

In France, the Directorate of Legal Affairs coordinates 
and supervises the ambitious Digital Transformation 
Plan for public procurement which includes, among 
many other aspects, the openness of public procure-
ment.

(11) The Department of Public Expenditure and Reform in Ireland and, the Digital Agency for Italy and the General Data 
Administrator (“Administrateur Général des Données”, AGD) in France.

(12) The Data Protection Inspectorate in Estonia, the Information Commissioner in Slovenia, the Commission for Access to 
Administrative Documents in France.
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8. Sanctions
The provision of sanctions is quite varied between the 
Member States. In Austria, the disclosure of open data 
is not compulsory but is a voluntary action of the pub-
lic administration; therefore, there are no provisions for 
sanctions or even rewards.

Ireland and France do have compulsory publication but 
do not apply any sanction for breaching the publica-
tion obligation. In view of the fact that they are the 
countries recognised as being the most advanced in 
open data (13), this reveals that sanctions are not nec-
essarily required in order to achieve compliance.

Italy, Romania, Slovenia and Estonia do apply sanctions. 
They are mainly administrative sanctions imposed for 
not having published or disclosed information as re-
quired.  In Estonia, if a holder of public information 
does not comply with the provisions on access to open 

data or fails to answer promptly any requests for infor-
mation, the Data Protection Inspectorate may issue a 
warning and may issue precepts, proposals, and rec-
ommendations. A sanction may only be issued if no ac-
tion is taken by the public administration.

In Romania and Italy, the power to sanction is relat-
ed to the anti-corruption framework and is not seen 
as sanctioning the breach of open data policies in it-
self. According to the evaluation report of the Roma-
nian National Anti-Corruption strategy (2012-2015), 
1,271 sanctions were issued for breaches of the rules on 
transparency. 166 of these concerned the violation of 
the law on the right of access. 

This not only reveals that Romania effectively uses the 
power to sanction but also that the country has moni-
toring and evaluation mechanisms in place.

(13) Ireland and France, along with Spain, are considered the tren-setters country in the 2019 Open Data Maturity report
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9. Implementation at 
National and Local Level
The implementation of open data at public administra-
tion level is still weak. Even in countries that are com-
mitted to open data, a gap between intentions, decla-
rations and implementation is evident. The interviews 
carried out with public administrations reveal the lack 
of common implementation within each Member State 
and the need for better monitoring. 

The most significant difficulties are similar across the 
countries: lack of technical infrastructure, challenges in 
terms of data quality, misaligned organisational priori-
ties, and lack of expertise among public officers.

On the other hand, the policy agenda appears to be 
more varied. It is focused on boosting transparency as 
an anti-corruption measure in Romania and Italy, while 
other countries see open data as a vehicle for enhanc-
ing economic growth. This dual nature of open data 
emerged when comparing the legal frameworks but it 

became crystal clear when looking at its implementation.
In all of the examined countries (14), the public admin-
istrations seem to follow their own agendas in imple-
menting the rules; no central monitoring is currently 
fully in place to standardise the practice.

In general, public administrations do not have internal 
guidelines for implementing open data policies. Some 
public administrations are trendsetters: they have de-
veloped their policy and they could represent a mod-
el for other public administrations, but it seems that, 
across countries, this is more of an exception than a 
common practice. Promising examples could become 
a model for extending across the country (for example, 
in France, Romania and Italy). With a slight difference, 
in the smaller countries (such as Estonia, Slovenia, and 
Ireland) a straightforward top-down policy with an ad-
equate monitoring system could be helpful for devel-
oping a common policy on open data. In 2018, in Esto-

(14) Due to the lack of legal framework, the comments do not refer to Austria unless specified.
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(15) For more details, see McBride et al. (2018) Leader in e-government, laggard in open data: exploring the case of Estonia, 
in Revue française d’administration publique, pages 613-625.

nia, an NGO known as Open Knowledge Estonia won 
the procurement to identify an implementing partner 
for the Estonian OGD policy for the 2018-2020 period. 
It is obviously too early to analyse its implementation. 
However, Estonia is the only case in which the open 
data policy has been outsourced to a non-governmen-
tal community organisation, experimenting with an 
original not fully top-down policy.

The lack of internal guidelines means that data pub-
lished by public administrations are not uniform, the 
publication follows different procedures, and there is 
no standard policy in term of publication format. The 
identity of the person responsible for publishing data 
is also unclear, except in France and Ireland, which have 
a more centralised system. Italy and Romania do have a 
person responsible for publishing data connected with 
anti-corruption policies, but this does not materialise in 
at least a common standard across public administra-
tions. The biggest issue is data cleanliness and quality: 
data remains rather difficult for citizens to use.

In all of the examined countries, officers are trained to 
handle access requests, but they do not receive any 
specific training on open data. In particular, there is a 
lack of training on the rationale behind open data; data 
are published because there is a duty to do so, with no 
clear perspective on the requirements of users.

As already anticipated, Italy, France, and Romania are 
required to publish all data on public tender proce-
dures. In France, the obligation to publish a minimum 
set of data with a defined standard is too new to fa-
cilitate its evaluation in terms of implementation. In 
Italy, data are published according to anti-corruption 
policies that do not establish data standards. Only a 
summary table of the contracts awarded is published 
as a defined open format, but this occurs once a year. 
In Romania, the SICAP platform is designed to allow 

national authorities to check procurement, but it is 
not designed as a tool for enhancing transparency to-
wards citizens (e.g. data are not downloadable in ma-
chine-readable format).

The connection between datasets published on the 
public administration websites or unpublished but 
available and the national data portal does not respond 
to standard rules. Many datasets are published and up-
dated individually by public administrations, others are 
harvested daily from existing data catalogues; others 
are not transferred. In Italy, in particular, the prolifera-
tion of databases makes it unclear which data can be 
found and where. Data audits only seem to be in place 
in Ireland.

By now, in Italy, Romania, Slovenia and Estonia, pub-
lic administrations respond to data requests but they 
are not proactive. When it is mandatory, data are pub-
lished, but with a lack of foresight in terms of their us-
ability. Some public administrations (e.g. that of the 
city of Milan in Italy) have started to be more proac-
tive. Having learned by data requests that some data 
receive more attention from citizens, officers have 
started to consider proactively publishing this data, to 
respond to the interests of citizens and to reduce the 
number of access requests.

Quite interestingly, the advancements in e-govern-
ment are not directly connected with the open data 
performance. Estonia is certainly one of the most ad-
vanced EU countries in e-government, but its digitali-
sation does not make Estonia an open data leader. For 
years, open data as economic leverage was not seen as 
economically profitable, and open data as a vehicle of 
transparency toward citizens seems to be perceived as 
unnecessary due to the highly developed digitalisation 
(15).



 Summary of the legal provisions
 in the Member States 

Annex 1 - Open Data



         ITALY                                         AUSTRIA                                   ESTONIA 

R
e

g
u

la
to

ry
 s

o
u

rc
e

s
Open data law and policies fall within the scope of trans-
parency, a central value in the fight against corruption:

Anti-Corruption Law no. 190/2012 states that admin-
istrative activity is made transparent through the pub-
lication, on institutional public administration websites, 
of information relating to administrative proceedings, 
budgets and final accounts as well as the unitary costs 
of carrying out of public works and producing services 
distributed to citizens;
Legislative Decree no. 33/2013, amended by Legis-
lative Decree no. 97/2016, defines transparency as full 
accessibility to data and documents held by the ad-
ministrations, which is guaranteed through publication 
obligations and through public access, which not only 
allows anyone to request information subject to man-
datory publication in the event that its publication has 
been omitted, but also to obtain further data and doc-
uments. Documents, information and data subject to 
mandatory publication are published in an open and 
reusable format.
Digital Administration Code (Legislative Decree no. 
82/2005) brings together and organises the rules con-
cerning the computerisation of the Public Administra-
tion in relationships with citizens and businesses. In 2012, 
the obligation to publish open data, the so-called “open 
data by default principle”, was introduced into the Dig-
ital Administration Code. According to this principle, a 
public administration’s data and documents are released 
as open, unless a licence is expressly adopted.
Legislative Decree no. 36/2006 (implementation of Di-
rective 2003/98/EC on the re-use of PSI) regulates the 
methods for re-using documents containing public data 
in the availability of public administrations and bodies 
governed by public law. 
Almost all Regions and Autonomous Provinces have 
adopted regulatory measures and guidelines to enhance 
the wealth of public information.
The Digital Agency for Italy (AGID), established with 
Legislative Decree no. 83/2012, is the national compe-
tence centre for open data; it promotes the enhance-
ment of public information within a programming and 
controlling cycle articulated around three documents: 
the National Agenda, the Guidelines and the Annual 
Monitoring Report. It coordinates the activities of the 
administrations for the use of information and commu-
nication technologies, through the drafting and control 
of the implementation of the Three-Year Plan for IT in 
the Public Administration. 
As part of its participation in the Open Government Part-
nership, Italy has started drafting the Fourth National 
Action Plan for the 2019-2021 Open Government. 

To protect administrative and government 
information from disclosure, Austria has 
“Amtsgeheimnis” (official secret) estab-
lished in the constitution (B-VG Art. 20 Abs. 
3). In addition, Austria has no Freedom of 
Information Act, making it the only country 
in Europe where citizens have no legal right 
to be informed. 

Legally, the right to information is restricted 
in all areas where the statutory confidenti-
ality obligation holds firm (Information Dil-
igence Act §1). Additional legal regulations 
are found in special laws, as listed in the In-
formation Diligence Act §6. 
According to BVergG 2018 (Federal Pro-
curement Law 2018) all contracting authori-
ties and other entities required to apply the 
provisions of the Federal Procurement Act 
(§ 4 BVergG 2018) must make the so-called 
metadata of the key data available to www.
usp.gv.at for their procurement procedures 
on data.gv.at starting from 1 March 2019.
The development of OGD in Austria has 
been strongly supported by civil society ac-
tivities of IT professionals involved in OGD 
interest groups.

Estonia has distinct legislation for publishing 
and reusing open data and for access to open 
data. The main aim is to ensure transparency 
among public institutions and authorities us-
ing public data and to regulate citizens’ right 
to access public data and request information. 
The key document is the Estonian Public In-
formation Act, adopted in 2000 and subse-
quently amended in recent years, with the 
latest provisions entering into force in 2016. 
The 2013 revisions to the EU Directive on the 
re-use of public sector information were fol-
lowed by new principles of “open by default” 
data and machine-readability of public infor-
mation.
The legislation authorises the publication of 
open data at all institutional levels, promoting 
open State principles and regulating the reuse 
of open government data.

Estonia has also created an online portal - Es-
tonian Information Gateway www.eesti.ee - a 
website providing access to public electronic 
services and to reusable information. The data 
of the holders’ databases must be accessible 
through the Estonian information gateway. Its 
administrator, in cooperation with information 
holders, ensures that the presentation of in-
formation in the gateway is organised in a us-
er-friendly way.
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Data accessibility has been established since the An-
ti-Corruption Law and is further strengthened by Leg-
islative Decree no. 33/2013, as well as by the Digital 
Administration Code.
Legislative Decree no. 33/2013 defines transparency 
as “total accessibility” of data and documents held 
by the public administrations. This principle is divid-
ed into the obligation to publish the data (“proactive 
transparency”) and public access (“reactive transpar-
ency”), which is obtained in response to requests for 
knowledge. Legislative Decree no. 97/2016 introduced 
generalised public access, which guarantees anyone 
the right to access data and documents other than 
those subject to mandatory publication, subject to 
restrictions imposed due to the need to protect legally 
relevant interests.
There is no general obligation to publish all data and 
documents held by public administrations, but Legis-
lative Decree no. 33/2013 lists the cases in which this 
duty exists: data on the organisation and activity of 
the public administrations; use of public resources; 
data on the performance offered and the services 
provided; data on particular sectors.
The documents, information and data subject to 
mandatory publication are published on the institu-
tional websites of the administrations in a special sec-
tion called “Transparent Administration”, organised 
into first and second-level subsections.
The National Anti-Corruption Authority can modulate 
the publication obligations and the related implemen-
tation methods regarding the nature of the subjects, 
their organisational dimension and the activities car-
ried out. The data, information and documents subject 
to mandatory publication are published for 5 years.
Article 37, amended by Legislative Decree 25 May 
2016, no. 97, regulates the publication obligations con-
cerning public procurements, providing that public 
administrations and contracting authorities must pub-
lish on their institutional websites information on the 
procedures for selecting contractors for the assign-
ment of works, supplies and services; all deeds of the 
contracting authorities/entities, if not considered sig-
nificant or secret, concerning the planning of works, 
services and supplies; the procedures for granting 
public contracts of services, supplies and works, of 
public design tenders, competitions for ideas and 
concessions, including those between entities in the 
context of the public sector; the composition of the 
selection committee and the curricula of its members; 
the transcripts of financial management of the con-
tracts at the end of their execution. 

The incompatibility and transparency 
law (Unvereinbarkeits- und Transpar-
enz-Gesetz) only deals with the (pri-
vate) employment of public officials 
and no information regarding the 
committees’ activities or decisions is 
provided to the public. 
A TDBG - transparency database was 
legally implemented in 2012, but not 
everyone appears to be reporting, and 
access to files is still not provided by 
all regional councils and authorities. 
There is no right of access to files but 
there may be an opportunity to gain 
access as an exception. The right to 
view files according to §53 StPO only 
applies in the case of preliminary pro-
ceedings and has no connection with 
the right to view public data.
Although there is no right to informa-
tion, some data is still provided to the 
public. Data of individual citizens, as 
well as infrastructure-critical databas-
es, are not included.
Cooperation OGD Österreich has cre-
ated a platform, where data – pro-
vided by cities (Vienna, Linz, Graz, 
Salzburg and the Bundeskanzleramt 
(office of the chancellor) – are coordi-
nated and forwarded to the European 
data portal.
Data must be provided in a suitable 
and modifiable way, free of charge (if 
possible to be downloaded by users). 
A reimbursement may be claimed for 
reasonable data processing costs. 
Furthermore, data must allow com-
binations with other data (interoper-
ability) and must be reusable. Every-
one may have access and no group of 
users shall be discriminated against or 
excluded from using the data.

Access to public information and reuse of open 
data is free of charge. Each information holder, as 
detailed by the law, must offer access to all public 
data held. Two procedures: 
1. Disclosure of all public data held > The informa-
tion holders must either disclose the information on 
a website, or add a link to a webpage through which 
the information can be accessed. In addition, they 
can also choose to disclose it on television or radio 
programmes or in the printed press, by displaying 
the document for public examination at a local gov-
ernment authority or public library or in an official 
publication.
2. Compliance with a request for information in the 
quickest and easiest manner possible and without 
charge, unless the law prescribes payment for the 
release of that information. Any individual can re-
quest data, either in written or verbal form (by tele-
phone), complying with a couple of requirements. 
The person requesting information will have access 
to the documents to which restrictions do not apply. 
With regard to public procurement, Estonia has dis-
tinct and specific legislation - the Public Procure-
ment Act (PPA), which transposes EC Directives 
2004/17/EC, 2004/18/EC and 2007/66/EC, and 
governs the awarding process for goods, servic-
es, and public works contracts.  The country ranks 
among the most advanced EU countries in terms 
of procurement and public spending, with all data 
being publicly available. For example, anyone can 
freely browse published procurements, notices, and 
contract information, and can review the commit-
tee’s decisions on public procurements via the Es-
tonian Public Procurement Register.
Estonia has also created an online portal - Estonian 
Information Gateway www.eesti.ee - a website al-
lowing access to public electronic services and to 
reusable information. The data of the holders’ data-
bases must be accessible through the Estonian In-
formation Gateway. Its administrator, in cooperation 
with information holders, ensures that the presenta-
tion of information in the gateway is organised in a 
user-friendly manner.
Data that remains unpublished, which is classified 
as information intended for internal use only, can 
be accessed by state and local government officials 
or employees in order to perform their duties. The 
law lays down special provisions for categorising 
data for internal use only. This information can also 
be disclosed to other individuals if the Head of the 
public information holder considers that it would 
not harm the interests of the state or of any local 
authority. 
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Legislative Decree no. 33/2013 requires public ad-
ministrations to guarantee the quality of information 
posted on their institutional websites, ensuring its 
integrity, constant update, completeness, timeliness, 
ease of consultation, comprehensibility, homogeneity, 
and easy accessibility, as well as compliance with the 
original documents which contain an indication of its 
origin and of how it can be reused.
The National Anti-Corruption Authority defines the 
criteria, models and standard schemes for the or-
ganisation, codification and representation of doc-
uments, information and data subject to mandatory 
publication, and provides guidance on the organi-
sation of the “Transparent Administration” section. 
In anticipation of the definition of publication stand-
ards on the different types of obligations to be im-
plemented, Resolution no. 1310/2016 of the National 
Anti-Corruption Authority provides some operational 
indications to increase the quality and simplicity of 
consultation of the data, documents and information 
published in the “Transparent Administration” section. 
It suggests presenting the published data in tables so 
as to increase the level of comprehensibility and sim-
plicity of data consultation.
The comparability of open data is facilitated by the 
dati.gov.it portal, the national catalogue of metada-
ta for data released in open format by Italian public 
administrations, which represents the search tool and 
access point to data in open format, as published and 
updated by the respective administrations. By access-
ing the portal, searches can be carried out for data 
by theme or organisation. To update the information 
continuously, the harvesting function has been imple-
mented, which can automatically import the metada-
ta of datasets displayed by the individual administra-
tions in their catalogue.
The Ministry of Public Administration Directive on 
the simplification of the language of Public Admin-
istrations indicates some rules to simplify the reading 
and understanding of administrative deeds and docu-
ments, and also with regard to the drafting of institu-
tional web pages.

The Kerndaten-VO (Key Data Regu-
lation) regulates the requirements for 
core data and their provision.
According to the Open Government 
Data Handbook, the key principles 
to pursue are completeness, primary 
sources, timely availability, easy ac-
cess, machine readability, avoidance 
of discrimination, use of open stand-
ards, licensing, documentation and 
availability worldwide. Charges for 
use are not planned.
The terms of use prescribe the use 
of Creative Commons named 4.0 in-
ternational. The data are intended to 
contribute to the transparency and 
accountability of public services.
The data traffic between authorities 
and stakeholders is regulated by §13 
AVG (General Administrative Pro-
cedure Act). Complaints and other 
communications may be submitted 
to the Authority in writing, verbally or 
by telephone. Anonymous written re-
ports are seen as defective and will be 
rejected (§ 13 Abs 3 and 4 AVG).

No special provisions have been es-
tablished for public authorities in Aus-
tria to provide data in a user-friendly 
and barrier-free format.

Most of Estonia’s public bodies publish datasets on 
their activity and reporting procedures, both non-fi-
nancial and financial. The type of datasets published 
varies greatly between the bodies and does not al-
ways follow the legal framework of recommendations 
provided by the authorities.
The datasets, together with the meta-data, should 
comply with the best possible open data formats, 
including up-to-date versions and machine-read-
able formats: this is not a formal obligation, as the 
law requires these actions to be done “if possible 
and appropriate“. There is an obligation to make all 
public data not subject to valid privacy, security or 
privilege limitations available and to ensure:  prima-
ry data (data collected at the source, with the high-
est possible level of granularity); timely (data made 
available as quick as necessary to preserve the val-
ue of the data and their relevance and to guarantee 
accessibility); data available to the widest possible 
range of users. Data must be machine readable, in 
order to facilitate automated processing; available to 
all users, with no prior registration required to access 
them and not subject to any licences. The Open Data 
Governmental Portal recommends that all open data 
must be published at least in 3-star format (based on 
the system of Five Star of Openness developed by 
Tim Berners-Lee in the UK), which involves making 
the data available in a non-proprietary open format 
and so that the data can be available to be used and 
manipulated as the user sees fit. However, there is no 
legal obligation to standardise the data provided.

The National Open Data Portal, available at https://
opendata.riik.ee/en/ centralises open data from all 
institutional levels. It is under construction and the 
available number of datasets is limited. It does not 
offer sufficient incentives for valid benchmarking. 
There are no separate open data sites to encompass 
information at different levels, except for the personal 
sites of the information holders. In addition, the por-
tal encompasses an “Ask for Data” section to facili-
tate the process of requesting information.
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If data, documents and information subject to man-
datory publication include personal data, the Na-
tional Anti-Corruption Authority, after consulting the 
Authority for the Protection of Personal Data, iden-
tifies those data and ensures the publication is sub-
stituted in its entirety by that of summary informa-
tion, processed by aggregation. Legislative Decree 
no. 33/2013 states that where the law or regulations 
require the publication of deeds or documents, the 
public administrations shall make unintelligible any 
personal data that are not relevant or, in the case of 
sensitive or judicial data, not essential.

The 2018 National Anti-Corruption Plan clarifies that 
processing of personal data by public entities is only 
permitted if admitted by law or by regulation.  In any 
case, the publication of data on websites for the pur-
pose of transparency must take place in compliance 
with all principles applicable to personal data process-
ing contained in article 5 of Regulation (EU) 2016/679, 
such as fairness, lawfulness and transparency; data 
minimisation (restriction to what is necessary with 
respect to the purposes for which personal data are 
processed); accuracy and updating of data; restric-
tion of storage; integrity and confidentiality, also tak-
ing into account the principle of “responsibility” of the 
data controller.

The 2014 “Guidelines on Personal Data Processing” 
of the Personal Data Protection Authority define a 
framework of measures aimed at identifying appro-
priate precautions which must be applied by those 
subject to the publication obligations in order to pre-
vent the fulfilment of those transparency obligations 
violating rights protected by the Privacy Code and 
guaranteed by the Constitution.

According to §23 DSG the Data Pro-
tection Authority must submit a pro-
gress report to the Federal Ministry 
for Constitution, Reforms, Deregula-
tion and Justice and publish it to the 
public, the European Commission, the 
European Data Protection Board (Ar-
ticle 68 GDPR) and the Data Protec-
tion Council in accordance with the 
official secret (§23 DSG) every year.

Regulation (EU) 2016/679 of the European Parlia-
ment and of the Council on the protection of natural 
persons with regard to the processing of personal 
data and on the free movement of such data provides 
the basis for the obligation of information holders to 
grant access to it. 

If the information contains personal data, the public 
use of such information can be restricted if providing 
it for public use would significantly breach the invio-
lability of the private life of the individual. Information 
holders must also maintain records containing details 
including the purpose for which the information was 
provided and which information classified as internal 
(and containing personal data) is released.
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In the whole administration, the Head of Prevention of Corruption and Trans-
parency (HPCT) supervises the fulfilment by the administration of the pub-
lication obligations envisaged by the legislation in force, guaranteeing com-
pleteness, clarity, and updating of published information, reporting on cases of 
non-fulfilment or delayed fulfilment of the publication obligations to the Inde-
pendent Evaluation Body (OIV), the National Anti-Corruption Authority and, 
in serious cases, the disciplinary office. 
The Independent Evaluation Body verifies the coherence of the objectives en-
visaged by the Three-Year Plan for the Prevention of Corruption and the Per-
formance Plan, evaluating the adequacy of the related indicators. The bodies 
in charge of evaluating the performance, and the OIV, use the information and 
data on the implementation of the transparency obligation to measure and 
evaluate both the organisational and individual performance of the manager 
and the person responsible for data transmission.
The National Anti-Corruption Authority, to carry out the supervision and 
control of the actual application and efficiency of the transparency measures 
adopted by public administrations, may order the adoption of acts or measures 
required by the rules on the transparency of administrative activity. The Author-
ity can control “correct compliance with the publication obligation provided by 
the legislation in force, exercising its inspection powers by requesting informa-
tion, deeds and documentation from the public administrations and ordering 
them to publish, within 30 days, data, documentation, and information in line 
with the provisions of this Decree, to adopt the acts or measures required by 
the legislation in force or to remove acts in contrast with the plans and rules on 
transparency”. 
The person responsible for Transparency  can request the summary results of 
the control performed within the administrations. It can also request from the 
OIV further information on monitoring of the correct compliance with the trans-
parency obligation envisaged by the legislation in force. 
Furthermore, it can use the databases of the Presidency of the Council of Min-
isters - Department of the Public Function to monitor fulfilments of the publica-
tion obligations envisaged by the legislation in force.  In line with their severity, 
the National Anti-Corruption Authority reports the offence to the discipline of-
fice of the administration involved, to the senior management of the administra-
tion, to the OIV and, if necessary, to the Court of Auditors, to activate any form 
of responsibility. The National Anti-Corruption Authority publishes the related 
decisions. 

No complaint or control 
mechanisms have been 
established regarding 
Open Data policies.

A number of authorities monitor compliance 
with the Public Information Act: 
- Data Protection Inspectorate: it is the main 
body that supervises compliance with the 
Public Information Act. It supervises infor-
mation holders with regard to processing re-
quests for information, publishing public data 
and allowing wider access to the datasets, 
data protection, and the protection of infor-
mation intended for internal use and person-
al databases. It can also initiate supervision 
proceedings, conduct investigations or issue 
coercive measures. 
- Estonian Information System Authority: it 
supervises the application of security meas-
ures for information systems.
- Statistics Estonia: it coordinates the data 
governance area.
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Sanctions of different nature have been envisaged.
Non-compliance with the publication obligation envisaged by Legislative De-
cree no. 33/2013 constitutes an element of evaluation for managerial respon-
sibility and a possible cause of liability for damage to the reputation of the 
administration. It may also be included in the assessment for the purposes of 
paying performance bonuses and accessory remuneration related to the indi-
vidual performance of the persons involved, unless the manager proves that the 
non-compliance was caused by events not attributable to him/her.
Non-compliance with the publication obligation by the person responsible for 
the publication or the manager responsible for disclosing the information con-
stitutes a disciplinary offence.
Administrative pecuniary sanctions are also envisaged for those required to 
communicate specific data or to publish them (see Article 47 of Legislative 
Decree no. 33/2013).

Open Data require-
ments are to be met 
on a voluntary basis; no 
formal sanction regime 
is available.

If a public information holder fails to comply 
with the provisions stipulated by law on ac-
cess to open data or to provide a timely re-
sponse to requests for information, the Data 
Protection Inspectorate may initially issue a 
warning, followed by a sanction and legal ac-
tions against the public information holder. 
The law also envisages sanctions for violat-
ing the requirements for the disclosure and 
release of public information. As such, the 
release of incorrect public information or 
disclosure or release of information intended 
only for internal use is punishable by a fine of 
up to 300 fine units. The Data Protection In-
spectorate conducts the proceedings in mat-
ters of misdemeanours.

If access to information is restricted, a com-
plaint may be lodged with one of the author-
ities that monitor compliance with the Public 
Information Act or an action may be brought 
before an administrative court, either person-
ally or through a representative. If the Data 
Protection Inspectorate refuses to satisfy the 
complaint, an action may be brought before 
an administrative court against the informa-
tion holder.
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The Law for a Digital Republic of 7 Oc-
tober 2016 (LRN) is the “flagship law” 
in terms of opening up public data in 
France.
The “open data” component involves 
opening public data by default; the cre-
ation of a public data service; the open-
ing of data of general interest; free ac-
cess to public research and data use.

In 2015 a series of regulatory texts were 
adopted to make open data applicable 
to public procurement: 
- the Decree of 25 June 2015 on the 
free re-use of economic databases of 
the Directorate of Legal and Adminis-
trative Information (DILA); 
- the Order No. 2015-899 of 23 July 
2015 on public procurement, which 
transposes into French law the Euro-
pean Directives of 26 February 2014 on 
public procurement in the so-called “tra-
ditional sectors” and “special sectors”.
- The open data of public procuremen is 
currently envisaged by Articles L. 2196-
2 (public procurement) and L. 3131-1 
(concession contracts) of the legis-
lative part of the Public Procurement 
Code; and by Articles R.2196-1 (public 
procurement) and R. 3131-1 (conces-
sion contracts) of the regulatory part of 
the Public Procurement Code; 
- The “Order (“arrêté”) of 22 March 
2019 on essential data in public pro-
curement”, annexed to the public pro-
curement code is the reference text on 
the matter. 

The Irish government has 
adopted a national ‘Open 
Data’ strategy to make 
data held by public bod-
ies available and easily 
accessible online. There 
are several sources of 
legislation which support 
the ‘Open Data’ strategy. 

One of the key sources 
of open data legislation 
is EU Directive 2003/98/
EC on the re-use of pub-
lic sector information, its 
amendment EU Directive 
2013/37/EC, which was 
transposed by the Irish 
Statutory Instruments 
S.I. no. 279/2005, S.I no. 
103/2008, and S.I. no. 
525/2015. 

Additional protections 
are set out in the Data 
Protection Legislation 
and Freedom of Informa-
tion Legislation.

Standalone legislation for publish-
ing, reuse and access to open data, 
the aim of which is to ensure trans-
parency between public institutions 
and authorities using public data 
(including SOEs or autonomous 
bodies). The authorities are obliged 
to publish certain information about 
their activities, while any individual 
has the right to request data from 
the public bodies.  
The principle of reuse of public data 
addressed in Directive no. 2003/98/
EC was transposed in Romania by 
Law no. 109/2007 on the reuse of 
information in public institutions, 
amended by Law no. 29/2015. 
In 2015, a guide for the publication 
of open data for public institutions, 
designed by the Chancellery of the 
Prime Minister and the Open Data 
Coalition, was made public. An up-
dated version appeared in 2019, 
including a methodology for pub-
lishing open data.
Emergency Ordinance no. 41/2016 
on the establishment of simplifica-
tion measures at central public ad-
ministration level and amending and 
completing some normative acts 
imposing new conditions for the 
publication of datasets. Thus, pub-
lic institutions and specialist bodies 
of the central public administration 
are obliged to publish datasets of 
public interest on the portal www.
data.gov.ro - including the naming, 
description and length of time rec-
ommended to update the datasets. 
The procedure for publishing and 
updating these datasets is estab-
lished by Government Decision.
Romania also has a standalone 
law regulating access to informa-
tion of public interest - Law no. 
544/2001: any person has the right 
to obtain information about the ac-
tivity of any public authority or insti-
tution, including other entities using 
public resources, such as autono-
mous institutions or state-owned 
companies. 

Access to open data (information of 
public nature) is primarily regulated 
in a separate legal act, the Public 
Information Access Act (PIAA), 
which governs proactive transpar-
ency as well as the procedure which 
ensures everyone has free access to 
and can re-use public information 
held by the public sector (entities 
of public law/public service contrac-
tors/businesses under the prevailing 
influence of public law entities)
This right to information of public 
nature is enshrined in the Slovenian 
Constitution, Article 39: except in 
such cases as are provided by law, 
everyone has the right to obtain in-
formation of public nature in which 
he has a well-founded legal interest 
under law.
The provisions on the structure, 
competences and powers of the su-
pervisory body deciding on the ap-
peal against the decision by which 
the applicant’s request for access is 
refused or dismissed or where the 
right to access or re-use of public 
information is violated in some other 
way is regulated in the Information 
Commissioner Act.
There are special provisions on ac-
cess to information of public nature 
by the mass media in Article 45 of 
the Mass Media Act.
Some additional provisions on ac-
cess to information of public nature 
concerning public procurement are 
contained in the Public Procure-
ment Act > Article 35 states that all 
documents relating to the award of 
a contract are public after the final 
decision on the award if they do not 
contain trade secrets, confidential 
information or personal information.
The Integrity and Prevention of 
Corruption Act does not regulate 
access to open data; it merely re-
stricts access to information of pub-
lic nature to protect the whistleblow-
er when he or she decides to report 
corruption to the Commission for 
the prevention of corruption.
There are many other sector-based 
regulations which contain various 
provisions on open data. 
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After the adoption of the Law of 7 Oc-
tober 2016 for a Digital Republic (LRN), 
any document produced or received by 
the administration must now be open 
to access. However, right of access does 
not mean right of disclosure; in other 
words, the obligation to communicate 
does not mean the obligation to pub-
lish documents online, except where the 
obligation to publish online is expressly 
envisaged.

According to the Code for Relations be-
tween the Public and the Administration 
(CRPA) any document which is allowed 
to be communicated under the CRPA can 
also be “opened” or “disclosed” upon re-
quest. Moreover, the CRPA provides for 
online disclosure by default in some 
cases: for administrations employing 
more than fifty people in full-time equiv-
alents, for documents they communicate 
in accordance with the procedures envis-
aged by the CRPA, as well as their up-
dated versions; documents that appear 
in the directories of public information 
(RIP) maintained by different adminis-
trations; databases, updated on a regular 
basis, they produce or receive and that 
are not otherwise publicly disseminated; 
data, updated on a regular basis, whose 
publication is of economic, social, health 
or environmental interest.  This provision 
does not apply to local authorities with a 
population of less than 3,500.
Administrations employing at least 50 
staff members must publish online the 
rules defining the main algorithmic 
processing operations used in the per-
formance of their tasks when these op-
erations form the basis of individual de-
cisions.
There are also publication obligations 
provided by special regulatory instru-
ments applied to specific sectors (trans-
parency, health, communication services, 
energy etc.).Compulsory disclosure in 
the field of public procurement open 
data consist of: tender notices or con-
tract notices identifying the public pur-
chaser’s requirement; award notices to 
identify the final choice made by the 
public purchaser or the awarding author-
ity; presentation reports on contracts 
awarded with a value equal to or greater 
than the European thresholds; invento-
ry sheets of contracts worth more than 
90,000€ excluding VAT for the public 
accountant and the Economic Obser-
vatory of Public Procurement as well as 
of the “essential” (minimum) data of all 
public contracts (including framework 
agreements) equal to or greater than 
25,000€ excluding VAT.
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Data gathered by public bodies 
are considered to be ‘open by de-
fault’ and should routinely be made 
transparent and easily accessible for 
citizens. Public bodies are encour-
aged to publish data on the national 
Open Data portal. If a public body 
withholds data, it must publish the 
reasons for the non-disclosure. The 
Open Data Portal aims to ensure 
interoperability by applying propor-
tionate standards, formats, metada-
ta and licences. 
The Government Reform Unit of the 
Department of Public Expenditure 
and Reform manages the ‘Data.gov.
ie’ Open Data Portal which provides 
easy access to public datasets. The 
information, published by Govern-
ment Departments and Public Bod-
ies, is free to use, reuse and redistrib-
ute.

Public bodies can submit a request 
to the Open Data Unit of the De-
partment of Public Expenditure 
and Reform to publish the data on 
the Portal. The public body is firstly 
tasked with completing an internal 
data audit to identify the reliability 
and requirement of the data offered.
The Open Data Unit has designed a 
universal data audit method which 
can be easily used by all forms of 
public bodies.

Public procurement: the publication 
of contract information is used by 
the OGP (Office of Government Pro-
curement) to analyse procurement 
spending and tender techniques. 
The OGP routinely publishes anal-
ysis papers, which have yet to be 
published on the Open Data Portal. 
Limited information on public pro-
curement is currently available on 
the Portal. 
Irish contracting authorities are en-
couraged to advertise call for com-
petition notices and contract award 
notices on the ‘eTenders’ national 
advertisement platform. Contracting 
authorities are requested to publish 
all services and supplies contracts 
with a value of 25,000€ and above 
and works contracts with a value of 
50,000€ and above on the website.

Publishing datasets is compulsory in 
Romania, for central and local authori-
ties, including state-owned companies 
or independent or autonomous au-
thorities. However, public institutions 
are not obliged to create or adapt doc-
uments or provide extracts from docu-
ments if this would require dispropor-
tionate costs going beyond the scope 
of a simple operation. The data sets 
that must be provided are highlighted 
separately in the legislation, taking into 
account the type of public body.

Most public bodies publish the relevant 
datasets on their own websites. Pub-
lic institutions must also publish the 
documents on the governmental data 
portal www.data.gov.ro, along with 
the relevant metadata, in compliance 
with the rules for its use. 

There are three phases for disclosing 
public data (upon request) and each 
institution usually has a designated 
person or department to fulfil this task: 
1) Identification of the dataset 2) Eval-
uation of the data to be disclosed and 
3) Disclosure.
If fees are charged for the reuse of the 
information, they are limited to the 
marginal costs associated with docu-
ment delivery.

All public tenders in Romania are 
mandatorily published on SICAP – the 
Electronic System for Public Procure-
ment. The system’s open access area 
contains a large bulk of datasets for 
public procurement including: data 
on the contracting authority; data on 
the type of services/goods/works part 
of the public procurement; details on 
each step of the procedure and the 
type of procedure; the estimated val-
ue of the contract; data on the bidders; 
details about the winning offer, the 
name of the winning supplier and the 
final cost of the contract. 
In addition, the programme encom-
passes aggregated datasets by public 
procurement topic and procedure sta-
tistics by counties.  

Each public sector body is obliged to 
regularly maintain and appropriate-
ly make public a catalogue of pub-
lic information. Each public sector 
body, except businesses subject to the 
prevailing influence of public law, is 
obliged to regularly maintain and make 
public on the website a list of other 
documents (e.g. documents relating 
to public procurement and tender calls 
for allocating funds; information on ad-
ministrative, judicial and other services 
provided by the entity; all public infor-
mation requested by the applicants at 
least three times and others).

Furthermore, PIAA contains special 
provisions on proactive data transpar-
ency on public finances: information 
on the account balance and payment 
transactions executed is collected by 
the Public Payments Administration 
which then makes this data available 
to the public. 

Alongside the information that must 
be published online in the form of the 
catalogue of public information, any 
other existing information must be 
disclosed by public sector bodies if 
anyone demands that these data be 
handed over. There are, however, some 
exceptions to this rule. In specific cas-
es, the demand to access information 
of public nature can be declined.

Article 35 of the Public Procurement 
provides that all documents relating to 
the award of a contract are public after 
the final decision on the award, if they 
do not contain trade secrets, confiden-
tial information or personal informa-
tion. In addition to the electronic copy 
of the contract, the following informa-
tion must be added: details of the con-
tracting authority; the subject-matter 
of the public contract; the contract it-
self; the tenderer to whom the contract 
is awarded.

The place of publication, as well as its 
scope and format, are more precise-
ly regulated in the Regulation on the 
publishing of public procurement 
contracts, concessions and pub-
lic-private partnerships.
Contracts on public procurement, con-
cession or public-private partnership 
must be published on the national pro-
curement portal E-Narocanje.
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The data standardisation requirement is 
central. It allows for the harmonisation, 
comparison, aggregation and easy process-
ing of data. It is reflected in the principle of 
interoperability. 
Article L 300-4 CRPA provides that “Any 
provision made in electronic form pursuant 
to this book shall be made in an open stan-
dard, easily reusable and usable format by 
an automated processing system”.
Article 11 of Order No. 2005-1516 of 8 De-
cember 2005 provides that “A general in-
teroperability reference framework shall lay 
down the technical rules for ensuring the 
interoperability of information systems. In 
particular, it determines the data directories, 
norms and standards that must be used by 
administrative authorities. The conditions 
for the preparation, approval, modification 
and publication of these standards are set 
by decree. The Interministerial Directorate of 
Digital and the State Information and Com-
munication System has published a General 
Interoperability Reference Framework 
(RGI). The Open Data Protocol is proposed.

In the field of public procurement: 
Annex 15 of the Public Procurement Code 
introduced by the Order (“arrêté”) of 22 
March 2019 sets out the formats, standards 
and nomenclatures in which these data 
must be published and the procedures for 
their publication. It contains the standards 
for public contracts data (annexe 1) and 
those for concession contracts data. 
Finally, Annexe 7 of the Public Procurement 
Code sets out the technical, accessibility 
and safety requirements that buyer profiles 
must meet by referring to Order No. 2005-
1516 of 8 December 2005.
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The ‘Open Data Technical 
Framework’ sets out a planned 
and structured approach to the 
publication of datasets as Open 
Data on the national portal. It 
provides guidance on the fol-
lowing five key areas:
- Open Data Licence: Data and 
metadata published on data.
gov.ie must be associated with 
the Creative Commons Attribu-
tion (CC-BY) Licence, as a mini-
mum.
- Recommended Formats for 
Open Data: Data published on 
data.gov.ie must be machine-
readable and in an open format 
(3-star Open Data), e.g. CSV, 
JSON or XML.
- Recommended Metadata 
Schema for Open Data: Data 
published on data.gov.ie must 
be compliant with DCAT-AP, 
the international Open Data 
metadata standard.
- Recommended Standards for 
Open Data: Data published on 
data.gov.ie should use national 
and international data stan-
dards, where possible.
- Unique Resource Identifiers: 
Data published on data.gov.ie 
should use Unique Resource 
Identifiers, where possible.
When publishing Open Data, 
public bodies should first try to 
reuse international standards 
defined by reputable standards 
organisations, such as ISO, the 
European Commission, W3C, 
IETF, OGC and OASIS. If inter-
national standards are unavail-
able or unsuitable, they may 
use national standards. 

The datasets should comply with for-
mal open standards, but there is no 
legal obligation to standardise the 
data provided by the institutions. 
The type of published datasets varies 
greatly between institutions and pub-
lic bodies and does not always follow 
the legal framework. 
Most of them are scanned documents, 
not editable, and do not fit into the 
general framework of easily accessible 
open data.  The datasets which are 
part of data.gov.ro are usually in edit-
able form, but due to the high number 
of public bodies and institutions (es-
pecially at local level), the portal only 
includes a small number of datasets.
The financial reports and public spend-
ing of the bodies obliged to disclose 
public data are the most common da-
tasets published on websites and data.
gov.ro. For local public authorities, for 
example, there are a series of recom-
mendations on the prioritisation of 
key datasets such as budget, budget 
execution, public procurement, build-
ing permits, transportation timetables, 
public services - nurseries, schools, 
parks, hospitals, etc. - company li-
cences, public safety and crime, food 
safety, etc.
The online portal data.gov.ro current-
ly has 1,500 datasets from 99 central 
and local institutions on a wide range 
of topics, referring to both financial 
and non-financial reports.
The recommendation to provide spe-
cific directors/names/information on 
the datasets by each authority is rarely 
fulfilled. Both central and local authori-
ties disclose public data in various for-
mats and under registration numbers, 
thus making it difficult for a third party 
to access that specific data with any 
prior description.
At the level of the previous implemen-
tation period of the Annual Plan (2016-
2018), it was also attempted to create 
a pilot programme for automatic data 
publishing on data.gov.ro in the areas 
of public procurement, tax records 
and air quality. The programme still 
appears as “Not Started”.

The PIIA establishes that, 
as a general rule, entities 
should enable the re-use 
of public information and 
open databases by pub-
lishing them on the world 
wide web in open formats 
that comply with the for-
mal open standards, in 
machine-readable form, 
including metadata, ex-
cept when this would in-
volve a disproportionate 
effort beyond a standard 
procedure.

The national open data 
portal of the public sector 
contains a list of all data-
bases within the compe-
tence of public entities, 
including metadata, and 
open databases or links 
to the websites on which 
open databases are pub-
lished. Slovenia is still at-
tempting to achieve the 
standard of providing a 
complete national open 
data portal. Many data-
bases can, however, be 
accessed online, mostly in 
machine-readable form.
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Documents containing personal 
data are subject to anonymisation 
and compliance with the obligations 
arising from the GDPR.

However, there are three hypothe-
ses in which this dissemination can 
take place without anonymisation: 
if a “contrary legislative provision” 
authorises such publication without 
anonymisation; if the persons con-
cerned have given their free, specific, 
informed and unequivocal consent 
(Article 4 GDPR); if the documents 
to be published fall within the cat-
egories of administrative documents 
that may be made public without pri-
or anonymisation listed in Article D. 
312-1-3 CRPA. 

The administrations responsible for 
disclosure must comply with the ap-
plicable rules on the subject resulting 
from the GDPR and allow the effec-
tive exercise of individuals’ rights, 
which include: information to data 
subjects, right of objection; accuracy 
of personal data.

Data of which it is considered that 
the public must be aware, either as 
part of the organisation of the pub-
lic service or in order to be able to 
fully exercise its right of appeal, are 
therefore subject to the disclosure 
obligation.
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Data protection legislation applies 
to all organisations (both public and 
private sector) that control data (as 
defined in the legislation). GDPR ap-
plies by default to the majority of 
personal data processing and came 
into force on 25 May 2018.

The Data Protection Act 2018 was 
signed into law on 24 May 2018 
amending the Data Protection Acts 
1988 and 2003 to comply with the 
new GDPR; it replaced the Data Pro-
tection Authority with a new Data 
Protection Commission, which is the 
Irish supervisory authority responsi-
ble for monitoring the application of 
the GDPR.

The processing of personal data 
is prohibited unless permission has 
been given by the data subject. 
In carrying out their duties, process-
ers or controllers must uphold the 
principles of fairness; purpose limi-
tation; data minimisation, accuracy; 
storage limitation, and security. Pro-
cessers and controllers must be able 
to show that only data necessary to 
carry out a set activity were used, 
monitored and correctly disposed of 
when the action was completed.

Romania regulates the categories of 
personal data and special regime data 
that cannot be published as open 
data: Law no. 190/2018 on measures 
for the implementation of Regulation 
(EU) 2016/679 of the EU Parliament 
and of the Council of 27 April 2016 
on the protection of individuals with 
regard to the processing of person-
al data and on the free movement 
of such data and repealing Directive 
95/46/EC (General Data Protection 
Regulation), respectively Decision no. 
174 of October 18, 2018 regarding the 
list of operations for which National 
Authority Supervision for Personal 
Data Protection is required to carry 
out the impact assessment on per-
sonal data protection.

Romanian legislation regulates the 
different grounds on which public 
administration authorities, acting as 
data operators, publish their personal 
data as follows → processing is nec-
essary to fulfil a legal obligation by 
the operator; it is necessary to per-
form a task in the public interest or 
resulting from the exercise of the 
public authority with which the oper-
ator is invested; it is necessary for the 
legitimate interests pursued by the 
operator or by a third party, unless 
the interests or fundamental rights 
and freedoms of the data subject 
that requires the protection of per-
sonal data prevail, particularly where 
the data subject is a child.

The applicant’s request to access in-
formation may be denied when its 
disclosure could constitute a breach 
of personal data protection in ac-
cordance with the PPA.
There are cases where a document 
contains sensitive data which cannot 
be released to the public, but where 
the sensitive data can nonetheless be 
excluded from the document without 
jeopardising its confidentiality. If this 
is possible, an authorised person of 
the entity excludes such information 
from the document and refers the 
modified content to the applicant.

In public procurement: PPA declares 
that the contracting authority must 
guarantee the protection of person-
al data in accordance with the PDPA 
and protection of confidential infor-
mation in accordance with the CIA. 
However, this rule does not apply to 
data relating to a) specifications of 
the goods, services or construction, 
b) the amounts provided in those 
specifications, c) the price per unit, 
d) the value of each item, e) the total 
value of the tender, f) other data that 
influenced the ranking of the tender 
in the context of additional criteria. 
This data may, therefore, be consid-
ered as public information even when 
it contains personal data or confiden-
tial information.
There is, however, an additional re-
striction: all documents relating to 
the award of a contract are made 
public only after the final decision 
on the award of a public contract if 
they do not contain trade secrets, 
confidential information or personal 
information. Before this date, the pro-
visions of PIAA on access to informa-
tion of public nature do not apply. 
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France has a General Data Administrator and 
a multitude of other administrative entities 
responsible for promoting open data. Nev-
ertheless, the Court of Auditors (Cour des 
comptes) has recently pointed out the short-
comings in the management of open data.
General Data Administrator (AGD): coordi-
nates the actions of administrations in terms 
of inventory, governance, production, circu-
lation and use of data by administrations. It is 
therefore not a control authority in the strict 
sense but an authority which supports the 
implementation and operation of open data 
in France. It organises, with due respect for 
the protection of personal data and secrets 
protected by law, the best use of data held 
by public authorities and their widest circu-
lation. The AGD submits an annual public re-
port to the Prime Minister on the inventory, 
management, production and use of data by 
administrations.
The Court of Auditors is an independent 
authority that may monitor indirectly the ef-
fectiveness of data opening. 
The Directorate of Legal Affairs coordi-
nates the Digital Transformation Plan for 
Public Procurement.
The Interministerial Directorate of Digital 
and State Information and Communica-
tion System is a department of the Prime 
Minister in charge of the performance of the 
State’s unified information system and the 
digital transformation of public action. 
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Public bodies’ actions or non-ac-
tions are subject to review by an 
impartial body capable of making 
binging decisions. A ‘re-user’ may 
take a review action against a public 
body in circumstances where a pub-
lic body refuses to allow a request-
er to re-use a document; refuses to 
grant an exclusive right to a request-
er to re-use a document; allows the 
re-use of a document but subject to 
a proposed fee being paid which the 
requester believes does not accord 
with the requirements of the Regu-
lations in setting the amount of the 
proposed fee; allows the re-use of a 
document subject to imposing con-
ditions.
A re-user may appeal against the 
public body’s decision to the ap-
pointed Minister in writing.  The ap-
peal should be made no later than 
four weeks after the notification 
of the public body’s decision.  The 
Minister, upon receiving the request, 
may decide to appoint an Appeals 
Commission. If an Appeals Commis-
sion is appointed to hear that ap-
peal, the Commission will have the 
power to affirm or vary the decision 
or may annul the decision and rec-
ommend a decision which it consid-
ers adequate. 

There is not a specific authorithy 
on open data. However, the Gen-
eral Secretariat of the Govern-
ment ensures the coordination 
of the process of opening public 
data in Romania and administers 
the national portal data.gov.ro, the 
central access point for open da-
tasets published by the Romanian 
public administration authorities 
and institutions and the point of 
contact with the European Com-
mission (europeandataportal.eu).
According to Government Deci-
sion no. 245/2015 for the approval 
of the National Strategy for the 
Digital Agenda for Romania 2020, 
the General Secretariat of the 
Government is the coordinator of 
three key strategies: 1) Develop-
ment Strategies. Open Data - Pro-
viding accessible, reusable and 
redistributable data 2) Standardi-
sation of procedures and 3) Open 
data provided by public institu-
tions should be concentrated on 
a single platform at national level.

The supervisory body in pro-
ceedings concerning access to 
information of public nature is 
the Information Commissioner, 
an independent state entity re-
sponsible for deciding on an ap-
peal against a decision by which 
the public entity has dismissed or 
refused the request or otherwise 
violated the right to access or re-
use public information and in the 
context of the second stage of 
the proceedings for supervising 
the implementation of the PIAA, 
and on regulations issued pursu-
ant thereto.
If the information commissioner 
denies access to requested public 
information, judicial control over 
the conduct of public bodies can 
be demanded. This means that 
special administrative proceed-
ings can take place which are 
partly regulated in PIAA and part-
ly in the Administrative Dispute 
Act.
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While the opening of public procurement 
data is an obligation for buyers, there are 
currently no sanctions against adminis-
trations or local authorities that have not 
opened their essential data relating to 
public procurement. 
Penalties are applicable under Article L. 
326-1 CRPA if public information is re-used 
in violation of the CRPA. Thus, fines are ap-
plied in the case of reuse leading to alter-
ation or distortion of public data or in the 
case of reuse without a licence or in viola-
tion of a licence. The CADA is responsible 
for imposing these penalties.
Finally, the law penalises, with criminal 
sanctions, the disclosure of information 
covered by secrets.

Public bodies are individually re-
sponsible for ensuring compliance 
with the legislation and policies. 

There are no specific sanctions for 
non-compliance with open data 
legislation. 

There are no sanctions accord-
ing to open data legislation. 
However, non-disclosure or par-
tial disclosures of public data are 
subject to sanctions according 
to transparency law. Adminis-
trative sanctions are used most 
frequently.  
If the applicant considers the re-
sponse received from the public 
institution to be partially com-
plete or the authority refuses to 
disclose public data, he or she 
may file a criminal complaint 
and appear before a Court. If 
the Court agrees with the appli-
cant, the public authority will be 
obliged to reveal the requested 
datasets.

There are no criminal offences in 
the Slovene Criminal Code aimed 
specifically at conduct relating to ac-
cess to information of public nature. 
There are, however, some offences 
which could be committed by public 
officials who do not want to disclose 
public information on purpose or 
change the document before they 
disclose it, for example, abuse of of-
fice or official duties; misfeasance in 
office; forging documents; forgery 
or destruction of an official paper, 
book, file or historical archives.
Alongside criminal offences, there 
are many other minor offences re-
garding conduct related to informa-
tion of public nature, according to 
the PIAA, ICA and MMA. 
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